Chapter 12

Whistleblower Protections

*[This chapter, subject to some additions and deletions, was written and updated by Victoria Luxford under Professor Ferguson’s supervision. Section 7.3 was written by Jeremy Henderson.]*
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# Introduction

Whistleblowing is one method of uncovering corruption in public and private sector organizations. Indeed, whistleblowing may be seen as “among the most effective … means to expose and remedy corruption, fraud and other types of wrongdoing in the public and private sectors.”[[1]](#footnote-1) Transparency International (TI) cites whistleblowing as one of the key triggers for effective corruption investigations.[[2]](#footnote-2) Examples of prominent whistleblowers include Dr. Jiang Yanyong in China, who blew the whistle on the spread of the SARS virus contrary to explicit orders, and Allan Cutler in Canada, who “disclosed suspicions of fraud that led to the revealing of millions of misspent public funds in a sponsorship scandal, leading to the defeat of the Liberal party in the 2006 elections.”[[3]](#footnote-3) Whistleblowers have thus played pivotal roles in promoting political accountability and protecting public health and safety.

However, the benefits of whistleblowing can only be reaped if effective legal regimes are in place to safeguard reporting persons from retaliation, and to ensure that the appropriate parties act upon the disclosures in a timely and efficient manner. In the past ten to fifteen years, the need to enact and enforce whistleblowing laws has become one of the most prominent issues, nationally and internationally, in the global fight against corruption. The call for effective whistleblowing laws has gathered steam in international conventions against corruption, and several countries have responded by creating new whistleblower laws or improving their existing whistleblower laws.[[4]](#footnote-4)

This chapter will set out international obligations concerning whistleblower protection, then identify best practices, and finally explore the current state of public sector whistleblower protection primarily in the US, UK and Canada.

# What is Whistleblowing?

The most widely used academic definition of whistleblowing originated in an article by Miceli and Near in 1985. They defined “whistleblowing” as “the disclosure by organization members (former or current) of the illegal, immoral or illegitimate practices under the control of their employers to persons or organizations that may be able to effect action.”[[5]](#footnote-5) This definition focuses only on the act of disclosure, rather than on whistleblowing as a process that needs to be examined before, during and after disclosure. Many academics have now embraced broader conceptions of whistleblowing. Banisar, for example, “treats whistleblowing as a means to promote accountability by allowing for the disclosure by any person of information about misconduct while at the same time protecting the person against sanctions of all forms.”[[6]](#footnote-6) In their study on public sector whistleblowing in Norway, Skiveness and Trygstad identify several problems with Miceli and Near’s narrow definition of whistleblowing, and they advocate for a bifurcated definition which recognizes whistleblowing as a process:

[W]e suggest a distinction between weak and strong whistle-blowing. We see the general definition of Miceli and Near as the first step in the whistle-blowing process, and we define this as ‘weak whistle-blowing’. ‘Strong whistle-blowing’ focuses on *process* and on cases where there is no improvement in, explanation for, or clarification of the reported misconduct from those who can do something about it. [[7]](#footnote-7)

Thus, when whistleblowing is examined as a process it necessitates laws or policies that provide a clear description (1) of what types of perceived wrongdoing should be disclosed, (2) to whom such disclosures should be made initially and subsequently (if the initial disclosure does not prompt an investigation), (3) how and by whom the alleged wrongdoing should be investigated, (4) the mechanisms and procedures that are in place to encourage persons to disclose wrongdoing while protecting the whistleblower from any disciplinary action or adverse consequence for reporting the wrongdoing, and (5) the steps to be taken if adverse consequences are, or appear to be, imposed on the whistleblower.

The question of what laws and practices produce the best whistleblowing regime is not one that is susceptible to a single answer. Section 4 of this chapter will review some features of whistleblowing regimes that arguably lead to more successful results. As will be seen, to be effective whistleblower laws must be examined in the overall context of a country’s legal and political sophistication, as well as its social and economic realities

# International Legal Framework

This section will briefly review existing regional and global treaties against corruption mandates in regard to whistleblowing laws for member States. As will be seen, the standards for whistleblowing laws contained within these international agreements are rather weak and lacking in detail.

## UNCAC

Article 33 of UNCAC provides for the protection of reporting persons (i.e., whistleblowers):

Each State Party shall consider incorporating into its domestic legal system appropriate measures to provide protection against any unjustified treatment for any person who reports in good faith and on reasonable grounds to the competent authorities any facts concerning offences established in accordance with this Convention.[[8]](#footnote-8)

This above Article is meant to cover individuals with “information that is not sufficiently detailed to constitute evidence in the legal sense of the word.”[[9]](#footnote-9) However, Article 33 is optional, not mandatory. A State need only “consider” adopting “appropriate measures” to protect whistleblowers, and the provision only provides protection from “any unjustified treatment” to those who acted “in *good faith* and on *reasonable grounds*” [emphasis added]. Thus, a State Party is free to deliberate, and then simply decide not to adopt any reporting protections.[[10]](#footnote-10) Even with its obvious weaknesses, the protections offered under this section represent an expansion of previously recognized protections, and the UN in supporting documents has encouraged ratifying States to enact robust whistleblowing regimes under Article 33:

The UN Office on Drugs and Crime’s “Anti-Corruption Toolkit” notes that Article 33 is an advancement from previous agreements such as the 2000 Convention against Transnational Organized Crime which only protects witnesses and experts. The Toolkit extensively covers whistleblowing and recommends legal and administrative measures for reporting and protection including compensation, the creation of hotlines, and limits on libel and confidentiality agreements.[[11]](#footnote-11)

In comparison, Article 32 of UNCAC provides for mandatory protection of witnesses, experts, and victims: it dictates that states “shall take appropriate measures … to provide effective protection from potential retaliation or intimidation for witnesses and experts who give testimony concerning offences established in accordance with this Convention and, as appropriate, for their relatives and other persons close to them.”[[12]](#footnote-12) Unfortunately, this mandatory protection does not protect whistleblowers from retaliation or intimidation unless they are “witnesses or victims” to the wrongdoing and they give “testimony” in the prosecution of wrongdoers. Most potential whistleblowers do not fall into this narrow group. Moreover, the ultimate objectives of whistleblowing laws are not simply to assist in the prosecution of an alleged wrongdoer, but also to play a preventative role. As TI observed, “the ideal situation is where a whistleblower raises concerns in time so that action can be taken to prevent any offence.”[[13]](#footnote-13)

Articles 32 and 33 are integral to the overall effectiveness of UNCAC. In fact, Arnone and Borlini argue that these provisions are essential to meeting all other objectives within UNCAC:

Articles 32 and 33 … address the protection of witnesses, thereby complementing efforts regarding the prevention of public and private corruption, obstruction of justice, confiscation and recovery of criminal proceeds, as well as cooperation at the national and international levels. Even though the aim is far from easy to achieve, the underlying rationale is obvious: unless people feel free to testify and communicate their expertise, experience or knowledge to the authorities, all objectives of the Convention could be undermined.[[14]](#footnote-14)

Without the protection offered in these provisions, countries attempting to operationalize UNCAC would be unnecessarily hobbled by difficulties in uncovering, investigating, and resolving corruption issues.

## The OECD Convention

The OECD Convention itself does not specifically include provisions on whistleblowing. Nevertheless, various subsequent OECD instruments encourage the adoption of whistleblower protections. For example, in 1998 the OECD issued a *Recommendation on Improving Ethical Conduct in the Public Service*. That recommendation states that transparency and accountability in the decision-making process should be encouraged through “measures such as disclosure systems and recognition of the role of an active and independent media.”[[15]](#footnote-15) The 2003 *Recommendation on Guidelines for Managing Conflict of Interest in the Public Service* stipulates that States ought to “[p]rovide clear rules and procedures for whistle-blowing, and take steps to ensure that those who report violations in compliance with stated rules are protected against reprisal, and that the complaint mechanisms themselves are not abused.”[[16]](#footnote-16) The 2009 *Recommendation of the OECD Council for Further Combating Bribery of Foreign Public Officials in International Business Transactions* similarly recommends that member states should put in place “easily accessible channels … for the reporting of suspected acts of bribery of foreign public officials in international business transactions to law enforcement authorities, in accordance with their legal principles.”[[17]](#footnote-17)Recommendations such as these show a recognition of the important role that whistleblowers can play in reducing corruption in the public service and in business. Finally, the OECD’s CleanGovBiz “Toolkit on Whistleblower Protection” acknowledges that there is an increased risk of corruption where there is no protection of reporting, and it provides guidelines for implementation and suggestions for measuring effectiveness of legislation.[[18]](#footnote-18) However, as Arnone and Borlini note, the whistleblower protections in OECD member states are far from uniform.[[19]](#footnote-19)

## Other Regional Conventions and Agreements

References to whistleblower protection can be found in a number of other regional conventions and agreements. For example, the first inter-governmental agreement to tackle whistleblower protection was the *Inter-American Convention against Corruption.* This Convention came into force on March 6, 1997, under the purview of the Organization of American States, a group of 35 member states in the Americas (including Canada and the US) formed in 1948.[[20]](#footnote-20) The Convention suggests that signatories consider introducing or strengthening whistleblower protections within their own legal and institutional systems as a means of preventing corruption: Article III, section 8, provides that “state parties agree to *consider* the applicability of measures … [and] systems for protecting public servants and private citizens who, in good faith, report acts of corruption, including protection of their identities, in accordance with their Constitutions and the basic principles of their domestic legal systems” [emphasis added].[[21]](#footnote-21) The whistleblower provision is thus optional, not mandatory. The agreement emphasizes the role that each signatory’s domestic legal context would play in the creation and maintenance of an effective whistleblower protection scheme. However, apart from Canada, the US and Peru, Arnone and Borlini report that the other OAS Convention members have nonexistent, or weak, whistleblower laws.[[22]](#footnote-22) Furthermore, a 2011 report of the Mechanism for Follow-up on the Implementation of the *Inter-American Convention against Corruption* indicated that the countries reviewed had not taken satisfactory steps to implement (or, in fact, to even *consider* implementing) whistleblower protections.[[23]](#footnote-23)

On the other hand, at least one regional Convention “requires” state members to have whistleblowing laws. The Council of Europe, a human rights organization with 47 member states (of which 28 belong to the European Union), produced the *Council of Europe Civil Law Convention on Corruption,* which came into forceon November 1, 2003*.*[[24]](#footnote-24) Article 9 states: “Each Party *shall provide* in its internal law for appropriate protection against any unjustified sanction for employees who have reasonable grounds to suspect corruption and who report in good faith their suspicion to responsible persons or authorities” [emphasis added].[[25]](#footnote-25)

Another regional agreement is the *Anti-Corruption Action Plan for Asia and the Pacific,* which was created out of the joint efforts of the Asian Development Bank and the OECD. It was endorsed on November 30, 2001.[[26]](#footnote-26) Pillar 3 of the Action Plan specifically identifies the protection of whistleblowers as a critical element in encouraging public participation in combating corruption.[[27]](#footnote-27) However, the provisions of the Action Plan are not mandatory: under Implementation, the Action Plan states that “[i]n order to implement these three pillars of action, participating governments of the region concur with the attached Implementation Plan and will *endeavour to comply* with its terms” [emphasis added].[[28]](#footnote-28)

Two final examples involve organizations of African countries. First, the African Union is made up of the majority of African states and was launched in 2002.[[29]](#footnote-29) The Preamble to the 2003 *African Union Convention on Preventing and Combating Corruption* recognizes the serious detrimental effects that corruption has on the stability of African States, as well as people in Africa.[[30]](#footnote-30) It recognizes the potential of whistleblowing as a corruption prevention mechanism, and seems to have a scope wide enough to encompass ordinary citizens within its protection. The language of these provisions is mandatory—“State Parties *undertake* to…:”

1. Adopt legislative and other measures to protect informants and witnesses in corruption and related offences, including protection of their identities.
2. Adopt measures that ensure citizens report instances of corruption without fear of consequent reprisals.
3. Adopt national legislative measures in order to punish those who make false and malicious reports against innocent persons in corruption and related offences.[[31]](#footnote-31)

It should be noted that clause 5 on protection of informants and witnesses requires “legislative” measures, while clause 6 on protection of citizens who report corruption from fear of reprisals does not require “legislative” measures and is satisfied if a State implements some form of non-legislative protective measures. In addition, as Arnone and Borlini argue, clause 7 may act as a deterrent to truthful whistleblowers, since it is wide enough to punish honest whistleblowers who “reasonably” suspect corrupt behaviour, which on further investigation is not proven.[[32]](#footnote-32) Finally, the effectiveness of the Convention is weakened by the fact that there is no credible enforcement or evaluation mechanism: each state simply self-reports on its Convention compliance.[[33]](#footnote-33)

Second, the South African Development Community is composed of 15 member states in the southern region of Africa. The 2001 *Southern African Development Community Protocol Against Corruption*, Article 4, encourages the creation and maintenance of “systems for protecting individuals who, in good faith, report acts of corruption.”[[34]](#footnote-34) This provision, like that of the African Union Convention, contains mandatory language.[[35]](#footnote-35) Furthermore, both of these documents contain strongly worded provisions denouncing individuals who make false reports.[[36]](#footnote-36) This is problematic because it may have a chilling effect on information disclosures:

Such provision, the aim of which is to prevent a misuse of the Convention itself, might paradoxically well result in a general impasse of the investigation. What is more, in many countries the menace of such punishment is an effective deterrent to truthful whistleblowers who expose the guilty.[[37]](#footnote-37)

The potential chilling effect of denouncing those who make false reports, coupled with the lack of oversight and monitoring of ratification and enforcement, makes it unlikely that these agreements will have any significant influence in causing member states to create effective whistleblower protection regimes.

# “Best Practices” in Whistleblower Protection Legislation

## Limitations of Best Practices

Various organizations and academics have developed suggestions for “best practices” and standards for whistleblower protection legislation. These best practices are suggestions as to how to most effectively draft whistleblower legislation and they provide ideas for countries attempting to develop or improve whistleblower legislation.[[38]](#footnote-38) By way of an important introductory observation, Latimer and Brown note that effective whistleblower protection can only exist in a democratic society that values accountability and transparency; in other words, “[a] precondition for whistleblower laws is the rule of law, including an independent legal system and independent judiciary.”[[39]](#footnote-39) This precondition will be met in varying degrees from country to country. In a similar vein, the efficacy of whistleblower protection will be dependent not only on what is found within the four corners of the applicable legislation, but more importantly how the appropriate bodies put legislative protections into practice.

It is also important to recognize that it is seldom, if ever, effective to simply transplant successful legislative regimes from one cultural setting to another[[40]](#footnote-40) or from developed countries to developing countries.[[41]](#footnote-41) Whistleblowing schemes in developed democracies may not be appropriate or effective in the “specific context of developing countries who do not always have an institutional framework in place that supports the rule of law and [where] a culture of transparency and accountability remains questionable.”[[42]](#footnote-42) Thus, in discussing best practices, it is crucial to take into account the cultural and institutional environments of the countries that are considering the adoption of whistleblower protection legislation. If such contextual factors are not taken into account, the efficacy of whistleblower legislation will be seriously undermined.[[43]](#footnote-43) Brown warns that best practices models should be examined with a careful eye on the legal, administrative, and political context of each country:

[T]he search for “ideal” or “model” laws is complicated by three problems: the diversity of legal approaches attempted by jurisdictions that have sought to prioritise whistleblower protection through special-purpose legislation (sometimes inaccurately called ‘stand-alone’); the frequent lack of evidence of the success of these approaches; and the lack of a common conceptual framework for understanding policy and legal approaches to whistleblowing across different legal systems, including those where whistleblower protection may be strong but not reflected in special-purpose legislation.

…[N]otwithstanding international interest, there is no single ‘ideal’ or ‘model’ law that can be readily developed or applied for most, let alone all countries. This is due to the diverse and intricate ways in which such mechanisms must rely on, and integrate with, a range of other regimes in any given jurisdiction.[[44]](#footnote-44)

## Sources for Best Practices

What should a good whistleblower law look like? There are various sources that one can turn to in order to try to extract the best aspects or elements of a “good” whistleblower law. Some of the leading sources for determining best practices in regard to designing a sound and effective legal regime for whistleblowers include the following:

1. David Banisar, “Whistleblowing: International Standards and Developments” in Irma E Sandoval, ed, *Contemporary Debates on Corruption and Transparency: Rethinking State, Market, and Society* (World Bank, Institute for Social Research, UNAM, 2011), online: <<http://ssrn.com/abstract_id=1753180>>.
2. CleanGovBiz, “Whistleblower Protection: Encouraging Reporting” (July 2012), online: OECD <<http://www.oecd.org/cleangovbiz/toolkit/50042935.pdf>>.
3. Tom Devine & Shelley Walden, “International Best Practices for Whistleblower Policies” (13 March 2013), online: Government Accountability Project <<https://www.whistleblower.org/sites/default/files/pictures/Best_Practices_Document_for_website_March_13_2013.pdf>>.
4. Paul Latimer & AJ Brown, “Whistleblower Laws: International Best Practice” (2008) 31:3 UNSW LJ 766, online: <<http://papers.ssrn.com/abstract_id=1326766>>.
5. Transparency International, “Recommended Draft Principles for Whistleblowing Legislation” (2009), online: <<https://www.transparency.org/files/content/activity/2009_PrinciplesForWhistleblowingLegislation_EN.pdf>>.
6. Simon Wolfe et al., “Whistleblower Protection Laws in G20 Countries: Priorities for Action” (September 2014), online: <<https://www.transparency.de/fileadmin/pdfs/Themen/Hinweisgebersysteme/Whistleblower-Protection-Laws-in-G20-Countries-Priorities-for-Action.pdf>>.
7. United Nations Office on Drugs and Crime, “The United Nations Convention against Corruption: Resource Guide on Good Practices in the Protection of Reporting Persons” (August 2015), online: <<https://www.unodc.org/documents/corruption/Publications/2015/15-04741_Person_Guide_eBook.pdf>>.

## General Characteristics of Best Practices

While the scope and significance of the appropriate elements of best practices are open to reasonable dispute, academics and organizations tend to focus on five broad areas: (1) scope and clarity of legislation, (2) mechanisms for disclosure, (3) protection of identity, (4) protection against retaliation, and (5) remedies available for wronged whistleblowers. This chapter will briefly discuss each of these areas in turn.

### The Scope and Clarity of Legislation

The scope of whistleblower protection legislation, especially in regard to the range of people protected and the types of disclosures covered, is an area of central concern for organizations and academics. Banisar suggests that most legislation dedicated to whistleblower protection is too narrow, and that the efficacy of these laws is difficult to measure.[[45]](#footnote-45) Best practices in whistleblowing legislation favour wide coverage; indeed, “in time there may be a case for whistleblowing laws to move to a full ‘no loopholes’ approach, targeting public sector and private sector whistleblowing with sector-blind principles and practices.”[[46]](#footnote-46) Closing the “loopholes” in legislation involves increasing the range of people who fall within legislative protection. Transparency International, for example, suggests that legislative protections should apply to all whistleblowers, regardless of whether they work in the public or private sector.[[47]](#footnote-47) In addition, members of the public may be a “useful” information source, and they may require protection from intimidation or reprisals.[[48]](#footnote-48) According to Devine, Legal Director of the Government Accountability Project, “[s]eamless coverage is essential so that accessible free expression rights extend to any relevant witness, regardless of audience, misconduct or context to protect them against any harassment that could have a chilling effect.”[[49]](#footnote-49) Whistleblower protection also should provide protection against “spillover relation”; that is, it should protect those who are not whistleblowers, but who may be perceived as whistleblowers, have assisted whistleblowers, or are preparing to make a disclosure.[[50]](#footnote-50) The UK’s *Public Interest Disclosure Act 1998* (*PIDA*),[[51]](#footnote-51) which protects workers in the public and private sectors as well as those working as independent contractors, is seen as a model of expansive coverage.[[52]](#footnote-52) In a 2013 Report, TI emphasizes *PIDA*’s broad coverage:

In 1998, the UK passed one of the most comprehensive whistleblower protection laws in the world: the Public Interest Disclosure Act. Known as PIDA, the law applies to the vast majority of workers across all sectors: government, private and non-profit. It covers a range of employment categories, including employees, contractors, trainees and UK workers based abroad.

…

Several countries have used PIDA as a template for their own laws and proposals, including Ireland, Japan and South Africa. [[53]](#footnote-53)

In addition, the *types* of disclosures protected should be broad and should cover a wide range of wrongdoing; that is, “[p]rotected whistleblowing should cover “any” disclosure that would be accepted in a legal forum as evidence of significant misconduct or would assist in carrying out legitimate compliance functions.”[[54]](#footnote-54) The substance of the disclosure should be paramount, rather than the form of the disclosure or the category within which the disclosure is made to fit.[[55]](#footnote-55) Here, again, *PIDA* is seen as a leading example, despite its use of enumerated categories of wrongdoing rather than a completely open-ended approach:

Under PIDA, whistleblowers are able [to] disclose a very broad range of crimes and wrongdoing, including corruption, civil offences, miscarriages of justice, dangers to public health or safety, dangers to the environment, and covering up of any of these. [[56]](#footnote-56)

The sectoral approach, which offers protection to disclosures in certain areas (such as public health) but not others, has been criticized as unnecessarily narrow. According to the OECD’s CleanGovBiz guidelines, “[t]he enactment of a comprehensive, dedicated law as the basis for providing whistleblower protection is generally considered the most effective legislative means of providing such protection.”[[57]](#footnote-57) A piecemeal approach, wherein protection to different types of whistleblowers is provided for in different pieces of legislation, may similarly result in loopholes and a less effective disclosure regime overall.[[58]](#footnote-58) This was one of the major criticisms in a TI review of whistleblower protection in European countries, where “research found that whistleblowing legislation in the countries covered by this report is generally fragmented and weakly enforced.”[[59]](#footnote-59) The Report recommends that a “single, comprehensive legal framework” be provided for the protection of whistleblowers.[[60]](#footnote-60) Generally speaking, there seems to be a consensus that dedicated legislation is to be preferred in a whistleblower protection regime, and that broad coverage (in terms of those protected and the types of wrongdoing that may be disclosed) is vitally important.

A related best practices concern is the need to provide clarity in whistleblowing laws and policies, regardless of the scope and framework of the legal regime. Clarity of the legislation is considered to be of paramount importance, and a review of whistleblower protection in G20 countries (the “September 2014 G20 Report”) repeatedly emphasizes the need for “clear” laws.[[61]](#footnote-61) The public may not understand the meaning of terms such as “the public interest,” and therefore clarity may require setting out a more detailed list of the types of wrongdoing covered by the legislation.[[62]](#footnote-62) Lack of clarity in legislation, whether related to the breadth of coverage or the manner of required disclosure, can have significant impacts on the overall efficacy of the legal regime. For example, TI discusses how confusion regarding Latvian laws made investigating and acting upon disclosures difficult, if not impossible:

In Latvia, the lack of a clear set of steps for receiving and responding to a disclosure has even been evidenced within the Ombudsman’s Office, a government institution which oversees matters related to the protection of human rights and good governance. In 2007, nearly half of the Ombudsman’s Office employees complained of alleged misconduct by the Office’s director. The lack of clear reporting channels internally led to confusion about how to investigate and resolve the case. After pressure from non-governmental organisations, including the local TI chapter, the case was heard by a parliamentary body, which did not investigate the root of the claims. As a result, the case was ultimately dismissed.[[63]](#footnote-63)

Whatever the preferred route, the prescribed mechanisms for disclosure ought not to be overly complicated or formalistic. As Banisar notes:

An overly prescriptive law which makes it difficult to disclosure wrongdoing undermines the basic philosophy of promoting disclosure and encourages informal or anonymous releases. However, at the same time, a law that allows for unlimited disclosures will not encourage internal resolution and promote the development of a better internal culture of openness.[[64]](#footnote-64)

### Mechanisms for Disclosure

Certain disclosure procedures have also been identified as preferable. Based in part on Australian studies, TI recommends that internal reporting (the first line of reporting should be to the appropriate authorities *within* the organization) be encouraged through the establishment and maintenance of internal systems of disclosure, which offer the benefits of ease and accessibility to potential whistleblowers.[[65]](#footnote-65) Key to the efficacy of such internal mechanisms is ensuring “a thorough, timely and independent investigation of concerns … [with] adequate enforcement and follow-up mechanisms.”[[66]](#footnote-66)

However, external means of disclosure should also be available and accessible, and it should be possible to disclose information to other bodies such as regulators or the media (albeit, possibly along different tiers of disclosure).[[67]](#footnote-67) This is because the circumstances of the particular case may make a certain avenue of disclosure more appropriate than another, and “a variety of channels need to be available to match the circumstances and to allow whistleblowers the choice of which channel they trust most to use.”[[68]](#footnote-68) TI states that “[i]f there is a differentiated scale of care in accessing these channels, it shall not be onerous and must provide a means for reporting on suspicion alone.”[[69]](#footnote-69) Similarly, Banisar recommends that internal disclosures should be encouraged and facilitated, but that “procedures should be straightforward and easily allow for outside organizations to seek the counsel of higher bodies, legislators and the media in cases where it is likely that the internal procedure would be ineffective.”[[70]](#footnote-70) The September 2014 G20 Report likewise called for:

[C]lear rules for when whistleblowing to the media or other third parties is justified or necessitated by the circumstances… [and] clear rules for defining the internal disclosure procedures that can assist organisations to manage whistleblowing, rectify wrongdoing and prevent costly disputes, reputational damage and liability, in the manner best suited to their needs.[[71]](#footnote-71)

The September 2014 G20 Report indicated that legislation in these areas needed to be more comprehensive. The stepped or tiered approach can be observed in *PIDA*:

PIDA uses a unique “tiered” system by which whistleblowers can make their disclosures and be legally protected from retaliation. Employees can disclose information to their employer, regulatory agencies, “external” individuals such as members of Parliament, or directly to the media. However, the standards for accuracy and urgency increase with each tier, so whistleblowers must heed this in order to be legally protected.[[72]](#footnote-72)

In an article comparing the UK and US legislative regimes, Mendelsohn argues that a model law would be explicit in its preference for internal or external disclosure, and she suggests that internal reporting ought to be preferred. However, she also argues that while internal reporting should be afforded “almost automatic protection,” this does not mean that external reporting should be subject to a multitude of preconditions.[[73]](#footnote-73) Furthermore, Mendelsohn’s model law would allow for disclosures to the media only when reporting through internal and external channels has proven to be ineffective.[[74]](#footnote-74)

After a disclosure is made, it may be appropriate to keep the reporting person informed of the outcome of the disclosure. A recent Report by the United Nations Office on Drugs and Crime (UNODC) indicated that not only must all reports be assessed according to their merits, but also that those who disclose information should be informed of decisions made on the basis of their report (e.g., whether the matter will be investigated).[[75]](#footnote-75) Similarly, Devine recommended that the corrective action process should be transparent, and that the reporting person who disclosed the issue “should be enfranchised to review and comment on the draft report resolving alleged misconduct, to assess whether there has been a good faith resolution.”[[76]](#footnote-76)

### Protection of Identity

Protection of identity is an area in which there is disagreement as to the appropriate best practice. There is widespread recognition of the need for ensuring whistleblower confidentiality; indeed, Devine suggests that channels of disclosure must protect confidentiality in order to ensure that the flow of information is maximized, and this includes not only name protection but also the protection of identifying information.[[77]](#footnote-77) If the identity of a whistleblower must be revealed (e.g., because of the need for testimony in a criminal proceeding), the whistleblower should be provided with “as much advance notice as possible.”[[78]](#footnote-78) However, while there is general agreement with respect to the need for whistleblower confidentiality, there is controversy over the role of anonymous reporting.

TI suggests that not only should the identity of a whistleblower be protected (i.e., kept confidential), but that legislation should also allow for anonymous disclosure.[[79]](#footnote-79) Similarly, Banisar argues that anonymity may have a place in a model whistleblower protection law, despite the general exclusion of anonymous disclosures from current legislation: for example, “[a]nonymity may be … useful (not to say essential) in some cases, such as in jurisdictions where the legal system is weak or there are concerns about physical harm or social ostricization.”[[80]](#footnote-80) The September 2014 G20 Report concluded that a central area of concern was the need for “clear rules that encourage whistleblowing by ensuring that anonymous disclosures can be made, and will be protected.”[[81]](#footnote-81)

In contrast, Latimer and Brown suggest that anonymous disclosures should be used only as something of a “last resort,” given the perception that anonymity would discourage whistleblower accountability and might, in fact, encourage intentionally false reports.[[82]](#footnote-82) Allowing anonymous disclosures might, therefore, increase the volume of disclosures so as to make reporting systems less effective and increase the difficulty of investigations.[[83]](#footnote-83) Stephenson and Levi, in a Report commissioned by the Secretary General of the Council of Europe, similarly question the need for anonymous disclosures where confidentiality is protected:

Legal and social problems stem from anonymous disclosures: anonymous information is rarely admissible as evidence in courts. There have been cases where, because the whistleblower has remained anonymous, another worker has been suspected and sacked… research results indicate that auditors attribute lower credibility and allocate fewer investigatory resources when the whistleblowing report is received through an anonymous channel.[[84]](#footnote-84)

It has been suggested that it may be possible to address some of the concerns with respect to anonymous reporting (such as difficulty in assessing credibility and in seeking clarification) through the use of technology such as proxy e-mails, which allow two-way communication.[[85]](#footnote-85)

### Protection against Retaliation and Oversight of that Protection

Robust protection against retaliation is a cornerstone of effective whistleblower protection legislation. Effective protection from reprisal is required, as is a broad understanding of what reprisals might entail: “The law should cover all common scenarios that could have a chilling effect on responsible exercise of free expression rights.”[[86]](#footnote-86) A key element in ensuring the protection of whistleblowers is educating public employees on their rights and protections under whistleblower legislation, because “[w]histleblowers are not protected by any law if they do not know it exists.” [[87]](#footnote-87) Those in positions of power, who may be receiving protected disclosures or working with whistleblowers following disclosures, also need to be educated on their responsibilities under the law. In addition, it is important that protection against retaliation not be limited to a short period of time following the disclosure, as reprisals may occur months or even years after the initial disclosure.[[88]](#footnote-88)

Protection within legislation is crucial, but in order to provide whistleblowers with effective shelter from retaliation the legislation must actually be put into practice. The Government Accountability Project, a US-based non-governmental organization, notes that whistleblower laws may actually prove to be counterproductive if they do not have any teeth:

While whistleblower protection laws are increasingly popular, in many cases the rights have been largely symbolic and therefore counterproductive. Employees have risked retaliation thinking they had genuine protection, when in reality there was no realistic chance they could maintain their careers. In those instances, acting on rights contained in whistleblower laws has meant the near-certainty that a legal forum would formally endorse the retaliation, leaving the careers of reprisal victims far more prejudiced than if no whistleblower protection law had been in place at all.[[89]](#footnote-89)

Adequate oversight is required to ensure that the legislation is doing the work that it was designed for, and this may be accomplished through independent bodies, an ombudsperson, sectoral bodies, or courts and tribunals.[[90]](#footnote-90)

### Remedies and Rewards

When retaliation cannot be prevented and whistleblowers face reprisals, adequate and timely compensation is necessary. Compensation “must be comprehensive to cover all the direct, indirect and future consequences of the reprisal.”[[91]](#footnote-91) This may include reinstatement, compensation for lost wages, awards for suffering, or a range of other reparations. It would be beneficial not to limit the amount of compensation, and “[c]ompensation should be broadly defined to cover all losses and seek to place the person back in an identical position as before the disclosure.”[[92]](#footnote-92) An effective compensation scheme may require interim relief, given the high costs of time delays to whistleblowers seeking the remedies promised in the whistleblowing legislation.[[93]](#footnote-93) In addition, it is important that whistleblower protection laws offer reporting persons a “realistic time frame” within which to assert their rights: Devine suggests a one year limitation period, in contrast to the 30-60 days contained in some pieces of legislation.[[94]](#footnote-94)

There has been significant debate over the role that rewards should play in model whistleblower legislation. In the US, discussed in more detail in Section 5.2, various pieces of legislation allow whistleblowers to collect cash rewards when the government recovers money as a result of the information disclosed. The value of the information is thought to outweigh any questions regarding the morality of the motivations behind disclosure. However, these moral questions have not been so easily dismissed by everyone in the field. Public Concern at Work, a UK-based non-governmental organization, did not recommend the introduction of financial incentives into *PIDA* for reasons related both to the underlying philosophy of encouraging reporting in this way as well as concerns regarding the practical implications of rewarding whistleblowers in this manner. The 2013 Report stated:

The majority of respondents to our consultation (including whistleblowers) were not in favour of rewards. The reasons given were multiple and in summary were as follows:

1. inconsistent with the culture and philosophy of the UK
2. undermines the moral stance of a genuine whistleblower
3. could lead to false or delayed reporting
4. could undermine credibility of witnesses in future criminal or civil proceedings
5. could result in the negative portrayal of whistleblowers
6. would be inconsistent with current compensatory regime in the UK.

The provision of a reward may well incentivise those who would not normally speak out. However, it may also encourage individuals to raise a concern only when there is concrete proof and monetary reward. This could reduce the opportunity to detect malpractice early and prevent harm. Additionally, it is difficult to use the model in sectors other than the financial sector, such as care or health.

Rewards are not a substitute for strong legal protection. There is no reason why whistleblowers should not be recognised and rewarded in the workplace via remuneration structures, promotion or other recognition mechanisms including by society at large (e.g. the honours list).[[95]](#footnote-95)

As a final point, whistleblower protection is untenable if it saddles a victim of retaliation with an unwieldy burden of proof. Thus, the “emerging global standard is that a whistleblower establishes a *prima facie* case of violation by establishing through a preponderance of the evidence that protected conduct was a “contributing factor” in challenged discrimination.”[[96]](#footnote-96) It may be possible to go even further and craft legislation that presumes that a detrimental act against a whistleblowing employee is, in and of itself, sufficient to shift the burden of proof to the employer to show that the act was not retaliatory.[[97]](#footnote-97) Furthermore, it is important to consider how evidentiary rules may unduly burden whistleblowers seeking remedies for reprisals.[[98]](#footnote-98) Finally, if mounting a claim of alleged retaliation is expensive and requires the assistance of a lawyer or other institutional advocate (such as an ombudsperson), then such assistance should be built into the scheme.

# Whistleblower Protection in the US: A Patchwork of Legislation

The US has a long history of whistleblower protection legislation. Section 5.1 will give an overview of the protections available to whistleblowers in the public sector, focusing on those working in the federal public sector, and the following sections will briefly outline some of the protections available to private sector whistleblowers.

## Whistleblower Protection in the Public Sector

The first whistleblower law in the US arguably appeared as early as 1863, with the introduction of false claims legislation.[[99]](#footnote-99) However, the modern approach to whistleblower protection began in 1968 with the landmark case *Pickering v Board of Education*, which recognized the application of the First Amendment to protection of disclosures made in the public interest.[[100]](#footnote-100) This was followed by the *Civil Service Reform Act of 1978*,[[101]](#footnote-101) which “sought to vindicate these constitutional rights, but it substituted statutory standards for the vague balancing test under First Amendment law.”[[102]](#footnote-102) Unfortunately, the Office of Special Counsel and Merit Systems Protection Board, implemented by this legislation, did not prove to be very successful.[[103]](#footnote-103) Today, the US has a plethora of laws on the local, state and federal levels that offer protection to whistleblowers. Although these laws purport to offer protection to whistleblowers in both the public and the private sector, there are problems “due to increased implementation difficulties, inefficiencies and regulatory burdens entailed in having multiple laws that have evolved in *ad hoc* ways over time.”[[104]](#footnote-104) A comprehensive, dedicated piece of legislation, such as *PIDA*, that covers both the public and the private sector at the federal level, with similar models at the state level, would be preferable in this sense. It would make it easier for whistleblowers to learn and understand their rights under the legislation, and it would likely decrease implementation and regulatory difficulties.

The legislation that is most relevant to disclosures in the federal public sector is the 1989 *Whistleblower Protection Act* (*WPA*)[[105]](#footnote-105) (amended in 2012 by the *Whistleblower Protection Enhancement Act* (*WPEA*)).[[106]](#footnote-106) The *Report of the Committee on Homeland Security and Governmental Affairs United States Senate to Accompany s. 743* underscores the important role of public sector whistleblowers, and explicitly recognizes the need for strong whistleblower protection legislation:

The Whistleblower Protection Enhancement Act of 2012 will strengthen the rights of and protections for federal whistleblowers so that they can more effectively help root out waste, fraud, and abuse in the federal government. Whistleblowers play a critical role in keeping our government honest and efficient. Moreover, in a post–9/11 world, we must do our utmost to ensure that those with knowledge of problems at our nation’s airports, borders, law enforcement agencies, and nuclear facilities are able to reveal those problems without fear of retaliation or harassment.

…

S. 743 would address… problems by restoring the original congressional intent of the WPA to adequately protect whistleblowers, by strengthening the WPA, and by creating new whistleblower protections for intelligence employees and new protections for employees whose security clearance is withdrawn in retaliation for having made legitimate whistleblower disclosures.[[107]](#footnote-107)

Under the *WPA*, the employer bears the burden of showing that the detriment faced by an employee was not connected to their whistleblowing:

The employee only has to establish that he – 1. disclosed conduct that meets a specific category of wrongdoing set forth in the law; 2. made the disclosure to the right type of party; 3. made a report that is either outside of the employee’s course of duties or communicated outside the normal channels; 4. made the report to someone other than the wrongdoing; 5. had a reasonable belief of wrongdoing; 6. suffered a personnel action. If the employee establishes these elements, the burden shifts to the employer to establish that it would have taken the same action in absence of the whistleblowing.[[108]](#footnote-108)

In 2011, the Merit Systems Protection Board released a Report that compared survey data of federal employees from 1992 with data from 2010. In regard to the rate of disclosures, the Report stated:

While observing wrongdoing is the first step in the whistleblowing process, not everyone who sees wrongdoing chooses to tell anyone else what they have observed. To blow the whistle, someone has to make some noise. In 2010, respondents were slightly less likely to report that they did not tell anyone about the wrongdoing that they observed compared with survey data from 1992, but in both years, a strong majority of employees told someone ... [T]he percentage of respondents who told no one what they observed dropped from 40 percent in 1992 to 34 percent in 2010. In 2010, family, friends, and coworkers were less likely to be told about the wrongdoing than they were in 1992. However, this did not correspond to substantially more people reporting wrongdoing to management. Instead, it seems that venting to equally powerless people dropped, but the willingness of respondents to take action that could lead to change was not substantially changed.[[109]](#footnote-109)

The Report went on to conclude:

We have seen some progress in the Federal Government with respect to effectively utilizing Federal employees to reduce or prevent fraud, waste, and abuse. Since 1992, the percentage of employees who perceive any wrongdoing has decreased, and for those who perceive wrongdoing, the frequency with which they observe the wrongdoing has also decreased. Additionally, in comparison to 1992, respondents in 2010 were slightly more likely to report the wrongdoing and less likely to think they have been identified as the source of the report.[[110]](#footnote-110)

The *WPEA* reinforced the *WPA* by closing loopholes in the legislation, increasing the scope of protected wrongdoing and shielding “whistleblower rights against contradictory agency non-disclosure rules through an “anti-gag” provision.”[[111]](#footnote-111) The September 2014 G20 Report states that in recent years there has been a positive increase in the favourable resolution of whistleblower retaliation cases: “From 2007 to 2012, the number of new disclosures reported by federal employees increased from 482 to 1,148, and the number of whistleblower retaliation cases that were favorably resolved rose from 50 to 223.”[[112]](#footnote-112) While these numbers indicate positive movement in terms of increased disclosures, it is impossible to determine whether the percentage of favourable resolutions of reprisal claims has increased as well without knowing the total number of reprisal claims. A 2015 study concludes that the *WPEA*, on paper, shows some potential, but that it is an open question whether it will translate to more robust whistleblower protection in practice:

It remains to be seen if the clarifications in the WPEA regarding disclosures will, in fact, clarify what is and is not a covered disclosure. It is also uncertain whether the courts will broaden their interpretation of the protections for whistleblowers under the WPEA. The expanded jurisdiction written into the Act is really a 2-year experiment to test that notion. The cancelling of the 1999 precedent that translates “reasonable belief” to require irrefutable proof is another issue that may be subject to narrowing by the courts.

There seems to be inherent confusion in the WPEA regarding the dictate that whistleblowers cannot claim protections for disclosing valid policy decision, but can claim protections for disclosing the consequences of a policy decision. Furthermore, the Act creates specific legal protections for scientific freedom, providing WPA rights to employees who challenge censorship, and makes it an abuse of authority to punish disclosures about scientific censorship. This begs the question: when is it censorship and when is it a valid policy decision to maintain the need for information to be classified due to national security or some other compelling reason. The main point here is that the WPEA may not have actually enhanced any protections or clarified the various aspects of whistleblower protections—again, time will tell.[[113]](#footnote-113)

A February 2015 Report from the US Merit Systems Protection Board, indicates that the increased protections offered by *WPEA* have led to a strain on available resources. The Report states:

The WPEA provided additional rights to whistleblowers and those who engage in other protected activity in the Federal Government. The law expanded the scope of protected disclosures, broadened MSPB’s whistleblower jurisdiction, expanded options for granting corrective action, and permitted review of MSPB decisions by multiple Federal Courts of Appeals. These changes have increased the number of whistleblower cases filed with MSPB and increased the complexity of MSPB’s processing of whistleblower cases. The changes also may lead to more and lengthier hearings in whistleblower cases and more addendum appeals (e.g., claims for compensatory and other damages or for attorney’s fees) for whistleblower cases. The WPEA also requires MSPB to track and report more detailed information about whistleblower cases in its performance reports. MSPB needs additional permanent resources to enable it to meet the requirements of the WPEA.[[114]](#footnote-114)

The February 2016 Annual Performance Results and Annual Performance Plan report from the US Merit Systems Protection Board, provided an update on these concerns, stating:

Many whistleblower cases are being resolved formally or informally at the Office of Special Counsel. The more complex and contentious cases that remain unresolved are often the cases filed with MSPB. Thus, based on what we have seen so far, we still anticipate that the WPEA may lead to more and lengthier hearings in these cases and more addendum appeals.[[115]](#footnote-115)

This report also provides recent data on the whistleblower appeals, from October 1, 2014 to September 30, 2015. During this time period, the Merit Systems Review Board received 583 initial appeals against reprisals from whistleblowers at its regional and field offices. Of these, 393 were individual right of action appeals (where “the individual is subject to a personnel action and claims that the action was taken in reprisal for whistleblowing, but the personnel action itself is not one that is directly appealable to the Board”) and 190 were otherwise appealable actions (where the “appeal involves a personnel action that is directly appealable to the Board, such as a removal, demotion, or suspension of more than 14 days”).[[116]](#footnote-116) In cases involving individual rights of appeal, “the individual can appeal the claim of reprisal to the Board only if he or she files a complaint with OSC first, and OSC does not seek corrective action on the individual’s behalf.”[[117]](#footnote-117) Of the 359 total individual right of action appeals decided in regional and field offices, a 157 were dismissed for reasons including lack of jurisdiction and timeliness, 24 were dismissed for failing to exhaust (that is, seek corrective action) at OSC, 36 were withdrawn, 57 were adjudicated on the merits (with corrective action granted in 14 cases), and 85 were settled.[[118]](#footnote-118) Of the 203 otherwise appealable action cases decided, 100 claims were dismissed, 56 were adjudicated on the merits (with corrective action granted in 3 cases) and 47 were settled.[[119]](#footnote-119) These decisions can be appealed through filing petitions for review.[[120]](#footnote-120)

## Encouraging Whistleblowing through Rewards: The *False Claims Act*

The *False Claims Act* (*FCA*)[[121]](#footnote-121) offers a unique understanding of how to encourage whistleblowing, as it allows private citizens to make claims on behalf of the government (*qui tam* actions) in cases of contract fraud; this has allowed the US government to recover $35 billion in public funds since 1986 (as of 2014).[[122]](#footnote-122) The *FCA* represents a prioritization of information rather than so-called ethical motives, and offers a different kind of remedy to wronged whistleblowers:

The FCA is much more effective than merely protecting the whistleblower from retaliation or even giving the whistleblower a private cause of action for retaliation …. It is arguably the most protective of whistleblowers because a successful whistleblower recovers enough to withstand losing a job or suffering a stalled career …. The law values information over motive, and blowing the whistle to gain a large recovery is fine as long as the information is novel and leads to successful prosecution.[[123]](#footnote-123)

The ethical concern surrounding a whistleblower’s motives has diminished in light of the *FCA’s* positive outcomes:

The concern that whistleblowers might be motivated by gain rather than a desire to help is… no longer a major ethical consideration. The desire by the government to recover money and correct wrongdoing now trumps concerns regarding whistleblower motive. A “pure” motive is seen as secondary to the public good created by whistleblowers, regardless of motive.[[124]](#footnote-124)

Some whistleblowers under the *FCA* have received large sums of money: “FCA settlements and judgments have totaled over $17 billion and virtually all whistleblowers have recovered $1 million or more – even though the majority of suits are settled.”[[125]](#footnote-125) For example, in August 2015, a former sales representative for NuVasive, a medical device producer, was awarded $2.2 million under the FCAin relation to kickbacks paid by the company to doctors. A Wisconsin pharmacist was awarded $4.3 million in 2015 after she blew the whistle on PharMerica. She was fired after reporting that her employer was dispensing dangerous drugs without a prescription.[[126]](#footnote-126) In an even larger settlement, a former sales representative for Endo Pharmaceuticals Inc. received a $33.6 million award after blowing the whistle on the company. She served as an undercover informant for the FBI for five years and waited nine years between her first complaint and the 2014 settlement.[[127]](#footnote-127) In addition, it has been argued that US legislation such as the *FCA* “leads the way” when it comes to the protection of whistleblowers that are based in a different jurisdiction.[[128]](#footnote-128)

Long time delays between blowing the whistle and receiving recovery amounts can put whistleblowers in disadvantageous financial situations.[[129]](#footnote-129) For example, in the Endo Pharmaceuticals case mentioned above, nine years passed between the whistleblower’s first complaint and the settlement.[[130]](#footnote-130) Despite this, many states have introduced similar legislation with varying amounts of recovery awarded to the *qui tam* plaintiff.[[131]](#footnote-131) The state-level legislation has seen similar levels of success as the federal legislation.[[132]](#footnote-132) The debate surrounding the morality of offering rewards was discussed, above, in Section 4.3.5. The US is mostly alone among the three countries discussed in this chapter in offering rewards. Generally speaking, the ethical or public service motive for whistleblowing in Canada and the UK is still favoured over motives related to private gain. The same may be said for Canada, with one exception: whistleblower rewards were created under the Ontario Securities Commission in 2016.

## A Brief Discussion of Federal Whistleblowing Protection in the Private Sector

In addition to the protections for public sector employees discussed above, the US is home to legislation protecting workers in the private sector. Two of these, the *Sarbanes-Oxley Act of 2002* (*SOX*)[[133]](#footnote-133) and the *Dodd-Frank Wall Street Reform and Consumer Protection Act of 2010* (*Dodd-Frank Act*),[[134]](#footnote-134) operate on the federal level. *SOX* was introduced in response to a number of scandals:

Beginning in 2001, companies such as Enron, WorldCom, Global Crossing and Tyco became familiar names as accounting fraud and other business abuses became public …. Publicized abuses extended beyond accounting fraud, as reflected by Enron’s manipulation of the energy markets in California, manipulation that stole millions of dollars from ratepayers and precipitated a crisis in that state …. Employees of these companies were aware of fraud and other abuses, but failed to come forward from fear of retaliation or found their warnings ignored. Some who came forward faced harassment. In response to the public outcry and the disclosed weaknesses in laws regulating corporate conduct, Congress enacted and George W. Bush signed the Sarbanes-Oxley Act of 2002.[[135]](#footnote-135)

*SOX* applies to companies traded publicly, and it “calls for companies to establish a code of ethics and whistleblowing procedures.”[[136]](#footnote-136) This has international ramifications, as all countries traded publicly in the US must comply with the requirements of *SOX*. One of these requirements is that companies should have mechanisms allowing for anonymous disclosures, which many companies have complied with through the use of independent telephone hotlines.[[137]](#footnote-137) This method of reporting has proven problematic in respect to difficulties maintaining anonymity and delays in following up on disclosures.[[138]](#footnote-138)

In 2008, the global financial crisis prompted the enactment of the *Dodd-Frank Act.* Under section 922 of the *Act,* whistleblowers are entitled to a reward if they provide information for SEC enforcement actions that lead to sanctions exceeding $1 million, including enforcement actions for *Foreign Corrupt Practices Act* [*FCPA*]violations. Section 922 also protects those who provide information to the SEC from retaliation from employers. Disclosures “must rest upon a reasonable belief that the information relates to the violation of any consumer financial protection contained in the Dodd-Frank Act or any rule, order, standard, or prohibition prescribed or enforced by the Bureau [of Consumer Financial Protection].”[[139]](#footnote-139) Awards under this legislation have been large; for example, an award of over $30 million was approved in 2014 and awarded in 2015, with additional payments subsequently approved with respect to related actions.[[140]](#footnote-140) Although some commentators, such as Martin,[[141]](#footnote-141) predict that the Dodd-Frank act will increase the number of *FCPA* investigations, Koehler predicts that its impact on *FCPA* enforcement will be negligible.[[142]](#footnote-142) As of January 2015, no whistleblower awards have been made under the *Dodd-Frank Act* in connection with the *FCPA.*[[143]](#footnote-143)According to the SEC’s report for the fiscal year of 2015, out of a total of 3923 tips, 186 (nearly 5%) related to the *FCPA*.[[144]](#footnote-144)

In addition to these pieces of legislation, a number of other laws in the US protect whistleblowers in the private sector.[[145]](#footnote-145) Vaughn argues that private sector whistleblower legislation in the US has both positive and negative aspects:

Relief under recent whistleblower laws is extensive, including reinstatement, back pay, compensatory damages, attorney fees and litigation costs, and specifically includes expert witness fees. The similarity between recent laws illustrates the application of a common model for their content. This similarity offers some advantages by tying them together and creating a body of federal private-sector whistleblower laws. For example, this similarity could empower some future reform such as a uniform federal law applying blanket protection to all private-sector whistleblowers. The similarity, however, has some disadvantages. Because the pedigree of these common elements rests on aspects of the Whistleblower Protection Act of 1989, applicable to federal employees, and of the Sarbanes-Oxley Act, these laws may be limited by restrictive interpretations of relevant statutory terms by the Federal Circuit in relation to the Whistleblower Protection Act and by the Department of Labor in relation to the Sarbanes-Oxley Act.[[146]](#footnote-146)

# Whistleblower Protection in the UK: *Public Interest Disclosure Act 1998*

In the UK, whistleblowers are protected by *PIDA*. The passage of this legislation was preceded by a number of serious disasters that may have been prevented if employees had come forward with information; this “has been confirmed by the findings of the official inquiries … which found that staff had been aware of dangers but had not mentioned them for fear of retaliation, or had raised concerns and then been dismissed or led to resign.”[[147]](#footnote-147) For example, in 1987 a ship sank, killing 193 people, because its bow doors had been opened while sailing. Employees had raised concerns on five occasions about the risk that this caused, but the warnings were not heeded by management.[[148]](#footnote-148) Prior to such tragedies and the subsequent introduction of *PIDA*, the cultural attitude in the UK strongly favoured loyalty to an employer and contractual obligations over disclosure of employment-related issues.[[149]](#footnote-149) The common law did not provide much in way of whistleblower protection, and what protection existed was superseded in many cases by the “implied duties of the employment relationship, which explicitly barred British employees from publicly discussing private employment matters.”[[150]](#footnote-150) Now, many years since the introduction of *PIDA*, whistleblowers in the UK are viewed more positively by individuals and by the media.[[151]](#footnote-151)

As already noted, *PIDA* has been lauded as one of the most comprehensive pieces of whistleblower protection legislation in the world, and is often cited as a “model” law due to its comprehensive coverage and tiered disclosure system.[[152]](#footnote-152) In Vandekerckhove’s examination of European whistleblower protection, for example, *PIDA* was used as a model against which various European laws were measured.[[153]](#footnote-153) This is because *PIDA’s* “three-tiered model” of disclosure aptly captures a preference for internal disclosure, while still accounting for the necessity of external disclosure in some situations. In doing so, it provides protection for both internal and external whistleblowing against a sliding scale of requirements:

This legislation offers protection for internally raising concerns within and outside of the hierarchical line. It also offers protection for blowing the whistle to a prescribed regulator if the internal route failed. Finally, if that too was unsuccessful, wider disclosures are protected as well.[[154]](#footnote-154)

*PIDA’s* three-tiered model thus offers a balance between the interests of the employer in maintaining confidentiality, and the interests of the public in having employees disclose information related to workplace malpractice or corruption.[[155]](#footnote-155) When a worker makes an internal disclosure, there is a presumption of legislative protection against reprisal as long as the worker has acted in good faith.[[156]](#footnote-156) However, there are more requirements in order to receive protection under *PIDA* when disclosure is made to an external regulator or to the media. In order to make a disclosure to an external source, it must be the case that the whistleblower “reasonably believes that the information disclosed, and any allegation contained in it, are substantially true.”[[157]](#footnote-157) The whistleblower must not have acted for the purposes of personal gain, and it must have been reasonable to make the disclosure.[[158]](#footnote-158) *PIDA* thus imposes increasingly onerous requirements (especially in terms of level of knowledge and reasonableness of belief) the further that the whistleblower gets from internal disclosure. The Canadian *Public Servants Disclosure Protection Act* (*PSDPA*), discussed below in Section 7.2, also has differing requirements depending on the recipient of the disclosure, but they are not as onerous. For example, disclosure to the public under the *PSDPA* is governed by section 16:

**16.** (1) A disclosure that a public servant may make under sections 12 to 14 may be made to the public if there is not sufficient time to make the disclosure under those sections and the public servant believes on reasonable grounds that the subject-matter of the disclosure is an act or omission that

(a) constitutes a serious offence under an Act of Parliament or of the legislature of a province; or

(b) constitutes an imminent risk of a substantial and specific danger to the life, health and safety of persons, or to the environment.[[159]](#footnote-159)

The requirements for similar disclosure under *PIDA* are lengthier, to say the least:

**43G.** (1)A qualifying disclosure is made in accordance with this section if—

1. the worker makes the disclosure in good faith,
2. he reasonably believes that the information disclosed, and any allegation contained in it, are substantially true,
3. he does not make the disclosure for purposes of personal gain,
4. any of the conditions in subsection (2) is met, and
5. in all the circumstances of the case, it is reasonable for him to make the disclosure.

(2) The conditions referred to in subsection (1)(d) are—

1. that, at the time he makes the disclosure, the worker reasonably believes that he will be subjected to a detriment by his employer if he makes a disclosure to his employer or in accordance with section 43F,
2. that, in a case where no person is prescribed for the purposes of section 43F in relation to the relevant failure, the worker reasonably believes that it is likely that evidence relating to the relevant failure will be concealed or destroyed if he makes a disclosure to his employer, or
3. that the worker has previously made a disclosure of substantially the same information—
4. to his employer, or
5. in accordance with section 43F.

(3) In determining for the purposes of subsection (1)(e) whether it is reasonable for the worker to make the disclosure, regard shall be had, in particular, to—

1. the identity of the person to whom the disclosure is made,
2. the seriousness of the relevant failure,
3. whether the relevant failure is continuing or is likely to occur in the future,
4. whether the disclosure is made in breach of a duty of confidentiality owed by the employer to any other person,
5. in a case falling within subsection (2)(c)(i) or (ii), any action which the employer or the person to whom the previous disclosure in accordance with section 43F was made has taken or might reasonably be expected to have taken as a result of the previous disclosure, and
6. in a case falling within subsection (2)(c)(i), whether in making the disclosure to the employer the worker complied with any procedure whose use by him was authorised by the employer.

(4) For the purposes of this section a subsequent disclosure may be regarded as a disclosure of substantially the same information as that disclosed by a previous disclosure as mentioned in subsection (2)(c) even though the subsequent disclosure extends to information about action taken or not taken by any person as a result of the previous disclosure.[[160]](#footnote-160)

Thus, while *PIDA* may benefit from greater clarity in its requirements (as compared to *PSDPA*), it imposes a very heavy burden on a whistleblower who makes a disclosure to a source beyond an employer, legal advisor, Minister of the Crown, or other prescribed person.

*PIDA’s* coverage is exceptionally expansive: it protects employees in both the public and private sectors, and it is broad enough to capture private contractors.[[161]](#footnote-161) In addition, the legislation covers a wide range of wrongdoing under the purview of a protected disclosure: a disclosure qualifies as protected where the person who makes the disclosure reasonably believes that a criminal offence has been or is likely to be committed, there has been a failure to comply with legal obligations, there has been or is likely to be a miscarriage of justice, there is a risk to health, safety, or the environment, or information relevant to one of these areas faces deliberate concealment.[[162]](#footnote-162) However, critics have suggested that there are downsides to having an exhaustive list of wrongdoing. Instead, *PIDA’s* reach could be broadened by conferring some discretion on the courts: “PIDA might have provided better protection if it had included a list of matters automatically covered together with a final catch-all provision covering matters that, in the opinion of the court, are in the public interest.”[[163]](#footnote-163) The types of reprisals that whistleblowers are protected against are similarly broad, with the legislation stating that “[a] worker has the right not to be subjected to any detriment by any act, or any deliberate failure to act, by this employer done on the ground that the worker has made a protected disclosure.”[[164]](#footnote-164) If a worker experiences reprisal, claims are made directly to the UK Employment Tribunal, rather than to a specialized body.[[165]](#footnote-165) Remedies for reprisal include reinstatement, unlimited compensation, or reengagement.[[166]](#footnote-166) *PIDA’s* track record, in practice, can be summarized as follows:

In the first ten years of PIDA’s operation, the number of claims made under it annually increased from 157 in 1999 to 1761 in 2009. This is still a small proportion (under 1%) of all claims made to Employment Tribunals. Over 70% of these claims were settled or withdrawn without any public hearing. Of the remaining 30%, less than a quarter (22%) won. There is only partial information on awards: in the known cases, the average compensation was £113,000 (the largest single award was over £3.8m) and the total known compensation was £9.5m.[[167]](#footnote-167)

Despite the broad scope of *PIDA* and its excellent reputation, a recent review of the legislation by the non-profit Public Concern at Work identified a number of opportunities for improvement.[[168]](#footnote-168) Among these recommendations were the implementation of a Code of Practice, and the simplification of the legislative language. A Code of Practice would help to clarify the rights of whistleblowers and the appropriate procedural steps that whistleblowers should take when disclosing information internally:

Such a code of practice must clearly set out principles enabling workers to raise concerns about a danger, risk, malpractice or wrongdoing that affects others without fear of adverse consequences. Any such arrangements must be proportionate to the size of the organisation and the nature of the risks faced. A code of practice should set out the requirements for arrangements covering the raising and handling of whistleblowing concerns and should include a written procedure for the raising of concerns. This procedure should include: clear assurances about protection from reprisal; that confidentiality will be maintained where requested; and should identify appropriate mechanisms for the raising of concerns, as well as, identifying specific individuals with the responsibility for the arrangements.[[169]](#footnote-169)

Public Concern at Work called for more research to be done by the government regarding the possibility of creating an ombudsman or similar independent agency. Such an agency may be able to raise public awareness, conduct investigations into alleged reprisals and conduct strategic litigation, among other things.[[170]](#footnote-170)

# Whistleblower Protection in Canada

## The Development of the Common Law Defence

Prior to the introduction of dedicated whistleblower legislation, whistleblowers had to rely on protection provided by common law; in the employer-employee context, it was necessary to balance the duty an employee owed to their employer and an employee’s right to freedom of expression. Slowly the balance began to shift, at least in theory, from prioritizing the duty of loyalty to one’s employer, to protecting reasonable, good faith disclosures of alleged wrongdoing in the employer’s organization. In *British Columbia v BCGEU*, arbitrator J.M. Weiler considered a matter wherein employees, who had taken an oath of office, publicly disclosed information that was critical of their public sector employer.[[171]](#footnote-171) The arbitrator considered past decisions in the public sector context, and determined:

These awards do not go so far as to prevent an employee, at the risk of losing his job, from making *any* public statements that are critical of his employer. An absolute “gag rule” would seem to be counter productive to the employer for it would inhibit any dissent within the organization. Employee dissidents can be a valuable resource for the decision-makers in the enterprise.[[172]](#footnote-172)

However, Weiler went on to note that public criticism of this sort (that is, “going public”) should be something of a last resort after internal processes have been exhausted.[[173]](#footnote-173) This decision recognized that the disclosure of information may, in fact, benefit the public sector employer: “Neither the public nor the employer's long-term best interests are served if these employees, from fear of losing their jobs, are so intimidated that they do not bring information about wrongdoing at their place of employment to the attention of those who can correct such wrongdoing.”[[174]](#footnote-174)

A few years later, in *Fraser v Public Service Staff Relations Board*, the Supreme Court of Canada considered a case wherein the appellant faced disciplinary measures and eventually lost his position at the Department of Revenue Canada after criticizing governmental policy (specifically, metric conversion) in a letter to the editor published in a newspaper. The Court outlined three contexts in which it would be possible for a public servant to act against their duty of loyalty:

As the Adjudicator indicated, a further characteristic is loyalty. As a general rule, federal public servants should be loyal to their employer, the Government of Canada. The loyalty owed is to the Government of Canada, not the political party in power at any one time. A public servant need not vote for the governing party. Nor need he or she publicly espouse its policies. And indeed, in some circumstances, a public servant may actively and publicly express opposition to the policies of a government. **This would be appropriate if, for example, the Government were engaged in illegal acts, or if its policies jeopardized the life, health or safety of the public servant or others, or if the public servant's criticism had no impact on his or her ability to perform effectively the duties of a public servant or on the public perception of that ability**. But, having stated these qualifications (and there may be others), it is my view that a public servant must not engage, as the appellant did in the present case, in sustained and highly visible attacks on major Government policies. In conducting himself in this way the appellant, in my view, displayed a lack of loyalty to the Government that was inconsistent with his duties as an employee of the Government [emphasis added].[[175]](#footnote-175)

Following this decision, different factors were identified within the jurisprudence as relevant considerations when determining if a public servant’s conduct fit within one of the categories enumerated by the Supreme Court.[[176]](#footnote-176)

After the introduction of the *Canadian Charter of Rights and Freedoms*, and the enshrinement of freedom of expression therein, the Federal Court stated that “[t]he common law duty of loyalty as articulated in *Fraser* sufficiently accommodates the freedom of expression as guaranteed by the *Charter*, and therefore constitutes a reasonable limit within the meaning of section 1 of the *Charter*.”[[177]](#footnote-177)

## Federal Legislation: The *Public Servants Disclosure Protection Act*

This section focuses on federal whistleblower legislation. A description of provincial whistleblower laws is beyond the scope of this chapter. It should be noted, however, that a number of provinces have developed legislation to protect provincial public sector employees. This provincial whistleblower protection legislation falls under three general categories: the labour board and ombudsman model (present in Manitoba, New Brunswick, and Nova Scotia), the labour board and integrity commissioner model (present in Ontario and Quebec), and the integrated model exclusive to the integrity commissioner (present in Saskatchewan and Alberta).[[178]](#footnote-178) In Quebec, in its *Rapport de la Commission d’enquête sur l’octroi et la gestion des contrats publics dans l’industrie de la construction*, the Charbonneau Commission recommended improving the support and protection of whistleblowers by protecting confidentiality regardless of the method of reporting, providing support to whistleblowers, and offering financial support if necessary.[[179]](#footnote-179) The Commission recognized that wrongdoing can be difficult to detect without the assistance of *lanceurs d’alerte*, and that people may not report wrongdoing due to a fear of reprisals.[[180]](#footnote-180) The Commission noted the limitations of current whistleblower protections, which are limited in scope and may be difficult to understand, and advocated for a more general system of whistleblower protection.[[181]](#footnote-181)Several of these concerns were addressed in *An Act to Facilitate the Disclosure of Wrongdoings related to Public Bodies*, which came into force on May 1, 2017.

Federal public sector employees have been governed by the *Public Servants Disclosure Protection Act* (*PSDPA*) since it came into force on April 15, 2007.[[182]](#footnote-182) The *PSDPA* reflects the principles that have developed through the case law, but offers a more structured and robust approach to the protection of reporting persons; in other words, the legislation “maintains the integrity of the “whistleblower” defence from the jurisprudence and builds upon it.”[[183]](#footnote-183) The Preamble sets out the guiding values underlying the legislation:

Recognizing that

the federal public administration is an important national institution and is part of the essential framework of Canadian parliamentary democracy;

it is in the public interest to maintain and enhance public confidence in the integrity of public servants;

confidence in public institutions can be enhanced by establishing effective procedures for the disclose of wrongdoings, and by establishing a code of conduct for the public sector;

public servants owe a duty of loyalty to their employer and enjoy the right to freedom of expression as guaranteed by the *Canadian Charter of Rights and Freedoms* and that this Act strives to achieve an appropriate balance between those two important principles;

the Government of Canada commits to establishing a Charter of Values of Public Service setting out the values that should guide public servants in their work and professional conduct[[184]](#footnote-184)

The *PSDPA* dictates the parameters of what qualifies as a protected disclosure.[[185]](#footnote-185) This means that if a public sector worker “blows the whistle” on issues that are outside of the purview of a protected disclosure, he or she will not have recourse to the legislation. Section 8 of the legislation enumerates the “wrongdoings” for which disclosure is protected, including contravention of legislation, misuse of public funds, gross mismanagement, acts or omissions creating “substantial and specific” danger to health and safety of people or the environment, breach of codes of conduct established under the *PSDPA* and counseling a person to commit one of these wrongdoings.[[186]](#footnote-186) This definition signifies a legislative attempt to itemize the kinds of conduct that would be considered corrupt or undesirable within a public sector institution, and the provision makes it clear that not just *any* disclosure will trigger legislative protection. This is problematic, as whistleblowers must (1) have enough knowledge of the legislative protection to know whether the wrongdoing of which they have knowledge falls within the purview of the legislation and (2) have enough knowledge of the wrongdoing *itself* to know if it falls within one of these categories. Thus, this approach is overly restrictive, and the legislation would be improved by a broader or open-ended understanding of wrongdoing.

The *PSDPA* covers those working in the federal public sector, but it does not extend to protect disclosures by those working in the Canadian Forces, the Communications Security Establishment, or the Canadian Security Intelligence Service.[[187]](#footnote-187) However, these excluded groups are required to create internal disclosure mechanisms under section 52 of the *PSDPA*, which states:

As soon as possible after the coming into force of this section, the person responsible for each organization that is excluded from the definition of “public sector” in section 2 must establish procedures, applicable to that organization, for the disclosure of wrongdoings, including the protection of persons who disclose the wrongdoings. Those procedures must, in the opinion of the Treasury Board, be similar to those set out in this Act.[[188]](#footnote-188)

Again, only those disclosures that qualify will warrant the protection of the legislation.

The *PSDPA* also outlines the appropriate methods of disclosure. Section 12 provides for internal disclosure, s. 13 allows external disclosure to the Commissioner, and s. 16(1) provides for limited circumstances under which the disclosure may be made to the public. This system was summarized by the Public Servants Disclosure Protection Tribunal in their first interlocutory decision, *El-Helou v Courts Administration Service* (*El-Helou No. 1*), as follows:

The Act creates a much broader system for disclosure protection within the public service at several junctures and at different levels: internally to a supervisor or the departmental Senior Officer (section 12) of a department or agency; externally to the Commissioner (section 13); or where there is not sufficient time to disclosure a serious offence under Canadian legislation or an imminent risk of a substantial and specific danger, the disclosure may be made to the public (subsection 16(1)).[[189]](#footnote-189)

This tiered system of disclosure attempts to operationalize the best practices principles discussed, above, in Section 4.3.2. Internal disclosure is prioritized, but procedures and requirements are in place for disclosures externally and to the media.

Section 19 prohibits reprisals against public servants, and section 19.1 lays out the process through which a public service employee can complain about an alleged reprisal. “Reprisal” is a defined term within section 2 of the *PSDPA* to include actions such as disciplinary measures, demotion, employment termination, or “any measure that adversely affects the employment or working conditions of the public servant.”[[190]](#footnote-190) The *PSDPA* relies on a central agency, the Office of the Public Sector Integrity Commissioner appointed under section 39, to “receive reports from public servants of wrongdoing, to investigate them and to make recommendations to correct them.”[[191]](#footnote-191) The *PSDPA* also mandated the creation of the Public Servants Disclosure Protection Tribunal to adjudicate claims of reprisals that the Commissioner deems appropriate; arguably, “[t]he existence of an independent tribunal with quasi-judicial powers to adjudicate reprisals is reflective of Parliament’s intention of emphasizing and addressing the gravity of retaliation against individuals who come forward to report suspected wrongdoing.”[[192]](#footnote-192) Section 21.7 lays out the potential remedies that the Tribunal is able to order. Remedies include reinstating the whistleblower’s employment, rescinding measures taken by the employer and paying compensation to the complainant.[[193]](#footnote-193) However, it is problematic that these remedies represent a closed list; in other words, the Tribunal has limited power to respond to the specific circumstances of the case, and must find an appropriate remedy from within the list. Furthermore, the remedies listed focus on rescinding detrimental actions, reinstating an employee, or paying compensation. If the reprisal faced by the complainant cannot be easily reduced to a dollar value (if, for example, the employee has been harassed or has missed opportunities for promotion), then it is unclear how the Tribunal could fashion an appropriate remedy.

In *El-Helou No. 1*, the Tribunal affirmed the potential strength of this legislation: “The Tribunal recognizes that it must play its role to ensure that this new legislative scheme not be ‘enfeebled’.”[[194]](#footnote-194) This approach was developed in *El-Helou v Courts Administration Service* (*El-Helou No. 3*), where the Tribunal noted that the goal of the legislation and of the adjudicative function of the Tribunal ought to be on the substantive content of the disclosure and the alleged reprisal, and not on the possible procedural defects of an Application. The Tribunal highlighted the principles of natural justice:

It is in this context that an examination of the Act must be conducted. In considering the Act as a whole and the part of the Act pertaining to complaints of reprisal, it becomes clear that **Parliament focussed on the substance of the complaint**, and not on who may or may not have been identified as potential respondents in the original complaint. In addition, as discussed below, the processes for reprisal complaints demonstrate Parliament’s intention to ensure that notice be provided to potential respondents, whether or not they were named in a complaint. This requirement of notice ought not to be considered as merely a procedural formality, but rather, as an important step in ensuring fairness to all of those affected by an investigation and, possibly, an Application before the Tribunal. In the course of an investigation, other parties might be identified and Parliament wanted to ensure that the principles of natural justice could be addressed as a complaint progressed [emphasis added].[[195]](#footnote-195)

In line with this approach, the Tribunal in *El-Helou v Courts Administration Service* (*El-Helou No. 4*) recognized that it may be appropriate to adopt more relaxed standards regarding the admission of evidence. This represents the Tribunal’s desire to deal with the substance of the reprisal, rather than evidentiary or procedural issues that may prevent a complainant from accessing justice. The Tribunal stated:

In addition, there is flexibility in the Act as to how the Tribunal admits evidence, which strongly suggests that opinion evidence and hearsay could be subject to more relaxed standards. Nonetheless, **the Tribunal would need to ensure fairness in its proceedings for all the parties, and adopt a focused approach to its proceedings and the tendering of evidence**. In this manner, it can assure that its time and resources are utilized judiciously.

The Tribunal recognizes that it must weigh evidence carefully, given the serious consequences of the proceedings. Nevertheless, the provisions of the Act pertaining to a more flexible approach to the admissibility of evidence guide the Tribunal, and suggest that **a formalistic approach ought not to be adopted**. This general stance is also supported by Supreme Court of Canada jurisprudence. Given the requirements of a hearing and the mandate of the Tribunal, it must be cautious in any request that asks that it rule in an anticipatory fashion on the admissibility of evidence [emphasis added].[[196]](#footnote-196)

The Federal Court and the Federal Court of Appeal have begun to grapple with certain sections of the *PSDPA* through judicial reviews of decisions made under the legislation. For example, in *Agnaou v Canada (Attorney General)*, the Federal Court of Appeal allowed the appeal of a whistleblower against a decision of the Deputy Public Sector Integrity Commissioner and declared his complaint of reprisal to be admissible.[[197]](#footnote-197) In reaching its decision, the Court commented on the purpose of the *PSDPA* and the role of the Commissioner within the scheme set out in the legislation, stating:

The Commissioner clearly has very broad discretion to decide not to deal with a disclosure or not to investigate under section 24 of the Act. This stems not only from the grammatical and ordinary sense of the terms used, but also from the context, such as the type of reasons that the Commissioner may rely on to justify his decision. For example, under paragraph 24(1)(*b*), the Commissioner may decide not to commence an investigation because the subject-matter of the disclosure or the investigation is not sufficiently important, and under paragraph 24(1)(*f*), he or she may decide that there is a valid reason for not dealing with the subject-matter of the disclosure or the investigation. This suggests a considered analysis rather than a summary review. The Act sets no time limit for deciding this question, or for filing a disclosure after a wrongdoing has been committed.

It is also clear that although the person making a disclosure has a certain interest in the case, the purpose of the Act is to denounce and punish wrongdoings in the public sector and, ultimately, build public confidence in the integrity of federal public servants. The public interest comes first, and it is the Commissioner’s responsibility to protect it. This explains why, for example, the Commissioner may decide that the subject-matter of the disclosure is not sufficiently important; conversely, he or she may expand an investigation and consider wrongdoings uncovered in the course of that investigation without the need for any disclosure to have been made (section 33 of the Act).

The role of the Commissioner is crucial. The Commissioner is the sole decision-maker throughout the process. He or she has the power not only to refuse to investigate, but also to recommend disciplinary action against public servants who engage in wrongdoings. Among other things, the Commissioner may also report on “any matter that arises out of an investigation to the Minister responsible for the portion of the public sector concerned or, if the matter relates to a Crown corporation, to its board or governing council” (section 37 of the Act).[[198]](#footnote-198)

The Court also highlighted the differences between the Commissioner’s discretion in deciding whether to deal with the subject matter of disclosures, as discussed above, and the Commissioner’s discretion with respect to complaints of reprisals. The Court stated:

Parliament has established a very different process for reprisal complaints. In fact, this process is similar to the one provided for in the CHRA. There too, the public interest is a major concern. The disclosure of wrongdoings must be promoted while protecting the persons making disclosures and other persons taking part in an investigation into wrongdoings. However, as is often the case for complaints filed under the CHRA, reprisals complained of have a direct impact on the careers and working conditions of the public servants involved. The Act provides that a specific tribunal shall be established to deal with such matters, and that the Tribunal will be able to grant remedies to complainants, as well as impose disciplinary action against public servants who commit wrongdoings, where the Commissioner recommends it.

In the process applicable to these complaints, the role of the Commissioner is similar to that of the Commission. Like the Commission, he or she handles complaints and ensures that they are dealt with appropriately. To do so, the Commission reviews complaints at two stages in the process before deciding whether an application to the Tribunal is warranted to protect the public servants making disclosures.

…

Like Justice Rothstein (then of the Federal Court) in *Canada Post Corporation,* who had before him a decision dismissing a complaint under section 41 of the CHRA, I find that at the admissibility stage, the Commissioner must not summarily dismiss a reprisal complaint unless it is plain and obvious that it cannot be dealt with for one of the reasons described in subsection 19.1(3) of the Act. This interpretation respects Parliament’s intention that complaints be dealt with in a particularly expeditious manner (within 15 days) at this first stage in the process. It is also consistent with the principle generally applied when a proceeding is summarily dismissed, thereby depriving the complainant of his or her right to a remedy. Finally, a cursory review of the complaint at this preliminary stage also avoids duplicating the investigation and repeating the exercise set out in subsection 20.4(3) of the Act.[[199]](#footnote-199)

In *Therrien v Canada (Attorney General)*, the Federal Court dismissed an application for judicial review of the Commissioner’s decision not to investigate allegations of wrongdoing.[[200]](#footnote-200) In this case, the whistleblower made disclosures both internally and publically regarding alleged pressures by Service Canada to deny or limit claims for Employment Insurance; her employment was ultimately terminated, and her reliability status was revoked.[[201]](#footnote-201) The Court upheld the Commissioner’s decision not to investigate the complaints because they were already the subject of a grievance process, and under s. 19.3(2) the Commissioner is directed not to deal with such complaints.[[202]](#footnote-202)

In *Canada (Attorney General) v Canada (Public Sector Integrity Commissioner)*, the Federal Court considered s. 23(1) for the first time.[[203]](#footnote-203) This section indicates that the Commissioner cannot deal with a disclosure if the subject-matter of that disclosure is already being dealt with by “a person or body acting under another Act of Parliament.”[[204]](#footnote-204) In reaching its conclusion, the Court emphasized the need to consider the entirety of the Act and the context of the legislation, stating:

The parties have focused on the phrases in subsection 23(1) but not necessarily in the context of the *PSDPA*. Given the importance of whistleblower legislation to “denounce and punish wrongdoings in the public sector” the phrase “dealing with” must take its meaning from this context. The phrase cannot be interpreted so broadly as to frustrate the scheme and purpose of the legislation. Simply bringing the wrongdoing to the attention of the CEO is but one aspect of the purpose of an investigation. Public exposure is mandatory whenever an investigation leads to a finding of wrongdoing.

The legislation addresses wrongdoings of an order of magnitude that could shake public confidence if not reported and corrected. When the Commissioner is “dealing with” an allegation of wrongdoing, it is something that, if proven, involves a serious threat to the integrity of the public service. That is why, before an investigation is commenced, there is a period of analysis to determine there is some merit to the disclosure. That is also why the investigators are separate from the analysts.

The focus of the disclosure provision of the *PSDPA* is to uncover past wrongs, bring them to light in public and put in place corrections to prevent recurrence.

…

The *PSDPA* is remedial legislation. As such, section 12 of the Interpretation Act, RSC 1985, c.I-21 requires it to be given “such fair, large and liberal construction and interpretation as best ensures the attainment of its objects”. Parliament cannot have intended that subsection 23(1) be read so broadly that a procedure undertaken months after the Commissioner begins to deal with a disclosure, led by another body for a different purpose, headed toward the qualitatively different outcome of a private report, regardless of the finding, and examining only recent, very different, evidence should be sufficient to prevent the Commissioner from determining whether a serious past allegation of wrongdoing occurred and, if so, exposing it.[[205]](#footnote-205)

The Court ultimately found that the Commissioner made a reasonable decision in not ending the investigation into the alleged wrongdoing when informed that Transport Canada was dealing with the same incidents (that is, the actions of the Ottawa Air Section of the RCMP Air Services Branch in making false log entries).

A final example is *Gupta v Canada (Attorney General)*, wherein the Federal Court of Appeal considered a judicial review of the Commissioner’s decision not to investigate a whistleblower’s allegations that he faced reprisals and the threat of reprisals following a disclosure of wrongdoing.[[206]](#footnote-206) The Court dismissed the whistleblower’s appeal, finding that the Commissioner was reasonable in deciding that some of the appellant’s allegations of reprisals were out of time according to s. 19.1(2) of the *PSDPA* and in deciding not to grant an extension of time; in addition, the Court found it was reasonable to conclude that some of the allegations did not meet the definition of reprisals under the legislation.[[207]](#footnote-207) When considering the limitation period in the *PSDPA*, the Court stated:

The language of this subsection is clear – the sole criterion to determine whether a complaint is filed on time is one of knowledge or imputed knowledge of specific incidents of reprisal. The allegation that the most recent act of reprisal is part of an ongoing chain of reprisals does not bring the earlier events into the 60-day time limit.[[208]](#footnote-208)

However, the Court did acknowledge that a victim of reprisal who is “reasonably confused or unaware of the nature of the conduct against her or him” would not be captured by the limitations period, as the 60-day period begins when the victim “ought to have known” about a reprisal.[[209]](#footnote-209) In addition, a victim may be able to make a compelling case for the extension of time to file a complaint if the reprisals were a sequence of connected events; in this case, those were not the facts.[[210]](#footnote-210)

The *PSDPA* is overdue for the five year review mandated under s. 54.[[211]](#footnote-211) Such a report would provide crucial information on the effectiveness, in practice, of the legislation, and it is therefore crucially important that this legislatively-mandated review be conducted. A 2011 Report that examined the legislation’s effectiveness in its first three years by the Federal Accountability Initiative for Reform (FAIR),[[212]](#footnote-212) a Canadian non-governmental organization, was scathing in its review of the federal legislation:

When FAIR testified to Parliament we predicted that the legislation would fail, but we could not have imagined how badly. A combination of flawed legislation and improper administration created a system that in three years uncovered not a single finding of wrongdoing and protected not a single whistleblower from reprisals. The Commissioner appointed to protect government whistleblowers resigned in disgrace following a report by the Auditor General condemning her behaviour. The credibility of the entire system is currently in tatters: it needs a complete overhaul.

…

The basic approach of the Act – creating a complete new quasi-judicial process just for whistleblowers – is misguided and suspect, creating a secretive, unaccountable regime, hermetically sealed off from our courts and from the media. Experience has shown that watchdog agencies constituted like this are invariably protective of the establishment and indifferent or even hostile to whistleblowers.

…

The text of the law is a bloated, unwieldy mess. It creates a labyrinth of complex provisions, full of ambiguities, exceptions and repetition, which almost no-one can claim to understand fully. It stands in stark contrast to the brevity, simplicity and clarity that we find in whistleblower legislation that has proven to be effective.[[213]](#footnote-213)

FAIR identifies the narrow scope of the law (applying only to workers in the federal public sector), restriction of reporting avenues and exclusion from the courts, restrictions contained in the definition of wrongdoing, weak provisions for the investigation and correction of wrongdoing, and likelihood of complaint rejection as among the failures of the *PSDPA*.[[214]](#footnote-214) However, given the relative youth of the legislation at the time of this review, more up-to-date studies are required to determine if the *PSDPA* has outgrown any of these potential weaknesses. In addition, it is possible to interpret the lack of any finding of wrongdoing differently; that is, it could be interpreted as a sign that little wrongdoing has actually occurred. In a 2010 article, for example, Saunders and Thibault state:

There are so few real cases of wrongdoing that the public sector as a whole remains woefully unpracticed in working through an actual disclosure. Indeed, in the first two years after Canada’s latest whistleblower legislation came into effect, not a single case of wrongdoing was uncovered. In the absence of practice, there are no lessons learned, no “sharpening of the saw” that normalizes the act of disclosure.

…

The limited volume of disclosures since the introduction of stronger mechanisms could mean one of two things. It could mean that the legislation has deterred wrongdoers who are convinced that the code of silence, which still lingers within the public service, will not hold in the face of disclosure protection. Alternatively, it could mean that there really are not many instances of wrongdoing to expose.[[215]](#footnote-215)

The September 2014 G20 Report echoes many of FAIR’s negative findings, albeit in less colourful language. The Report notes that:

As of May 2014 there were four active cases before the Public Servants Disclosure Protection Tribunal, where retaliation victims can seek remedies and compensation. Three of the cases involve long-term employees of Blue Water Bridge Canada [a Crown corporation subsequently renamed Federal Bridge Corporation Limited] who were all fired on 19 March 2013, including the vice president for operations. The PSIC says the former CEO misused public money and violated the code of ethics when he gave two managers severance payments worth $650,000.

In five of six cases that the Integrity Commissioner has referred to the Tribunal, he has declined to ask the Tribunal to sanction those responsible for the reprisals. **In the one case in which the Commissioner called for sanctions, he has since reversed himself and now says there were no reprisals.** The whistleblower’s lawyer has initiated a judicial review to contest this reversal.

In April 2014 Canada’s Auditor General found “gross mismanagement” in the handling of two PSIC cases. The audit criticized ‘buck-passing’ by top managers, slow handling of cases, the loss of a confidential file, poor handling of conflicts of interest, and the inadvertent identification of a whistleblower to the alleged wrongdoer [emphasis added].[[216]](#footnote-216)

A review of UNCAC implementation by TI, conducted in October 2013, emphasizes the critical need for a review of the Canadian legislation.[[217]](#footnote-217) The review notes that the *PSDPA* does not make public interest the foremost concern in the protection of whistleblowers, and instead emphasizes the balance of rights between duty to one’s employer and an employee’s freedom of expression.[[218]](#footnote-218) Furthermore, the Transparency International review notes that access to justice issues are implicated in Canada’s statutory regime:

Whistleblowers often have to bear their own legal costs, while accused wrongdoers will typically have access to the financial and legal resources of the organization. The review also raises questions about the implementation of the *PSDPA*, raising concerns regarding the Commissioner’s power to adequately investigate claims of reprisal, the first Commissioner’s failure to investigate allegations of reprisals against her own staff, and statistics that show few inquiries by whistleblowers receive full investigations.[[219]](#footnote-219)

In 2015, research into the whistleblowing culture in the federal public sector in Canada found that when focus group participants were shown a short informative video about information disclosure, the “most frequently identified aspect of the video to which participants reacted negatively or which created some degree of concern was the prospect of appearing before a tribunal of judges in the case of reprisals.”[[220]](#footnote-220)

The 2014-2015 Annual Report produced by the Treasury Board of Canada, in compliance with s. 38.1 of the *PSDPA*, “includes information on disclosures made according to internal procedures established under the Act, as reported to the Office of the Chief Human Resources Officer (OCHRO) by the senior officers for disclosures or the chief executives of public sector organizations.”[[221]](#footnote-221) Yet, the Annual Report does **not** discuss claims of reprisals, or disclosures made of the Office of the Public Sector Integrity Commissioner of Canada.[[222]](#footnote-222) The report contains information regarding disclosures received under the *PSDPA—*which organizations received disclosures, and how these disclosures were acted upon, covering the 146 active federal organizations that are governed by the *PSDPA*.[[223]](#footnote-223) In 2014-2015 there were 200 internal disclosures made in 36 organizations, compared to 194 disclosures in 2013-2014 and 207 disclosures in 2012-2013.[[224]](#footnote-224) In response to these disclosures, organizations carried out 78 investigations and found wrongdoing in 13 cases; 8 organizations reported that they had taken corrective measures in response to disclosures.[[225]](#footnote-225) The Annual Report does not contain information in regard to the specific investigations or findings of wrongdoing by organizations; however, the statistics may not reflect the actual number of individual whistleblowers making internal disclosures, as “[s]ometimes a disclosure will contain several allegations of wrongdoing … the report captures the number of potential incidents of wrongdoing to be investigated, which is a higher number than the number of public servants making disclosures.”[[226]](#footnote-226) When organizations did not act on disclosures of wrongdoing, they reported that it was generally because “[t]he individual making the disclosure was referred to another, more appropriate, recourse mechanism because of the nature of the allegation(s); and [t]he disclosure did not meet the definition of wrongdoing under section 8 of the Act.”[[227]](#footnote-227) In the 2013-2014 Annual Report, it was noted that there has been improvement in the areas of education and awareness:

Based on information submitted by organizations, an increase in awareness activities and efforts has been observed for this reporting period. **Organizations are becoming more and more active in promoting the PSDPA**. They do so in different ways, such as awareness sessions intended for employees, managers and executives. In addition, written information is made available through emails to employees, internal websites, pamphlets and posters. Some organizations invite speakers, such as the Public Sector Integrity Commissioner, to give presentations to employees on the PSDPA. Many organizations also reported that a section of their organizational code of conduct is dedicated to disclosures under the PSDPA [emphasis added].[[228]](#footnote-228)

It is difficult to determine what these numbers tell us about the success or failure of the *PSDPA*, beyond the fact that individuals are making internal disclosures of wrongdoing. Without data as to the number of individuals who *perceive* wrongdoing in the workplace, it is impossible to determine whether a high percentage of public sector workers actually blow the whistle on wrongdoing. The number of disclosures received under the *PSDPA* has ranged from a high of 291 in 2010-2011 to a low of 181 in 2008-2009.[[229]](#footnote-229) These numbers may indicate that fewer public sector workers disclose wrongdoing in some years, or the numbers may demonstrate that less wrongdoing has occurred in those years.

Information on reprisals, and further information on disclosures of wrongdoing, is reported by the Office of the Public Sector Integrity Commissioner of Canada, and the recent numbers seem to indicate a positive trend when compared to the early years of the regime:

The number of investigations launched has grown significantly since 2007. In 2013-2014, the Office investigated 23 cases (wrongdoing and reprisal). Understandably, not all investigations result in founded cases of wrongdoing or reprisal complaints being referred to the Public Servants Disclosure Protection Tribunal. All allegations of misconduct are however taken extremely seriously by PSIC staff and the Commissioner, and dealt with as expeditiously and fairly as possible.

As of December 2014, the Office tabled 11 cases of founded wrongdoing before Parliament.

The Office referred seven cases of reprisals to the Public Servants Disclosure Protection Tribunal since 2011-2012.

In 2012-2013 and in December 2014, the Office also had two successful conciliations to bring about the settlement of cases, as agreed to by both parties.[[230]](#footnote-230)

## Securities Regulation in Canada: The Ontario Securities Commission Whistleblower Program

On July 14, 2016, the Ontario Securities Commission (OSC) launched a new enforcement initiative called the Office of the Whistleblower. This program is the first paid whistleblower program by a securities regulator in Canada, and largely resembles the Whistleblower Program of the United States Securities and Exchange Commission (SEC).[[231]](#footnote-231) The Whistleblower Program allows eligible whistleblowers to report information regarding possible violations of Ontario securities law anonymously and, if the information results in an enforcement action, receive an award of up to $5 million.[[232]](#footnote-232) This section describes in detail the features of the OSC Whistleblower Program, drawing attention to those features that elicited commentary prior to and following the launch of the initiative. This section will also compare features of the OSC and SEC whistleblower programs, drawing attention to significant differences between their eligibility criteria and award determination structures.

### Confidentiality

The OSC Whistleblower Program allows individuals to submit information related to potential violations of Ontario securities law to the Commission online or by mail. Anonymous submissions may be made through the program by retaining a lawyer who submits information on a whistleblower’s behalf.[[233]](#footnote-233) Before the OSC can submit an award to an anonymous whistleblower, the whistleblower will generally be required to provide their identity to the Commission to confirm that they are eligible to receive an award.[[234]](#footnote-234) While the OSC policy includes a general commitment to make all reasonable efforts to keep a whistleblower’s identity (and any potentially identifying information) confidential, there are specific exceptions. For example, during certain administrative proceedings under section 127 of the *Securities Act* (e.g., an order to terminate registration), disclosure of the whistleblower’s identity may be required to allow the respondent an opportunity to make full answer and defence.[[235]](#footnote-235)

The OSC Whistleblower Program also outlines the Commission’s general policy of responding to requests for information relating to a whistleblower’s identity (or other possibly identifying information) under the *Freedom of Information and Protection of Privacy Act* (*FIPPA*).[[236]](#footnote-236) While the Commission takes the position that information requests with respect to identifying information should be denied because specific *FIPPA* provisions protect such information, the ultimate decision to disclose in this context is made by the Information and Privacy Commissioner of Ontario or a court of competent jurisdiction.[[237]](#footnote-237)

Taken together, the Commission’s policies regarding the confidentiality of whistleblowers speak to the limits of whistleblower initiatives generally. A dedication to reasonable efforts to maintain confidentiality is important, but due to the nature of administrative law and freedom of information legislation, confidentiality is far from guaranteed in all circumstances. In other words, despite the protections afforded by the OSC Whistleblower Program, whistleblowers are taking some risk of having their identities ultimately disclosed as a result of the information they submit to the Commission. Whether this risk of disclosure will dissuade would-be whistleblowers from making submissions is yet to be seen.

### Eligibility Criteria for Whistleblower Awards

The OSC Whistleblower Program sets out criteria that both information and whistleblowers must fulfill before the Commission will consider issuing an award.

The criteria that information received from whistleblowers must meet in order to be award-eligible are designed to ensure that awards are only given for novel information that leads to an enforcement action. The information must relate to a serious violation of Ontario securities law, be original information, be voluntarily submitted, be “of high quality and contain sufficient timely, specific and credible facts” relating to an alleged violation of securities law, and be “of meaningful assistance to Commission Staff in investigating the matter and obtaining an award-eligible outcome.”[[238]](#footnote-238) To be eligible for a whistleblower award, all of these criteria must be met.[[239]](#footnote-239) Consequently, if, for example, a whistleblower voluntarily provides original information related to a violation that is not of meaningful assistance to the Commission in its investigation, the information will not be eligible for a reward. Simply put, these conditions restrict the availability of whistleblower awards to information that has a direct and tangible impact on an investigation or proceedings.

Section 14(3) of the Policy Document lists disqualifying criteria that will render a piece of information ineligible for a whistleblower award. These criteria reflect several policy goals underlying the OSC Whistleblower Program. If information is misleading, untrue, speculative, insufficiently specific, public or not related to a violation of Ontario securities law, it is ineligible for a whistleblower award. These requirements reflect the purpose of the program, which is to obtain high-quality information regarding potential violations of securities law. Further, information subject to solicitor client privilege is ineligible for a whistleblower award, given the broad systemic interest in maintaining solicitor client privilege. Lastly, information obtained by a means that constitutes a criminal offence will be ineligible for an award, as the Commission does not want to encourage or be complicit in theft, fraud or other illegal means of acquiring information. These common-sense disqualifying criteria ensure that whistleblowers are encouraged to submit only information that is legally obtained and can be sufficiently relied upon to advance an investigation or proceedings.

Section 15 of the Policy Document describes categories of individuals who would “generally be considered ineligible for a whistleblower award.”[[240]](#footnote-240) Many of these categories refer to roles that render a person ineligible for an award, such as counsel for the subject of the whistleblowing submission or an employee of the Commission or a self-regulatory body. Other provisions disqualify a whistleblower from award eligibility on the basis of their conduct as a whistleblower. For example, section 15(1)(a) excludes individuals from eligibility if they “without good reason refused a request for additional information from Commission Staff.”[[241]](#footnote-241)

It should be noted that awards would generally not be given to “those who obtained or provided the information in circumstances which would bring the administration of the [Whistleblower Program] into disrepute.”[[242]](#footnote-242) This general language removes the incentive for individuals to engage in disputable activities in pursuit of a financial award, and limits eligibility of awards to those who voluntarily submit original, high-quality information without resorting to illegal means to acquire that information.

While individuals who fall into the categories listed under section 15(1) of the policy will generally be ineligible to receive a whistleblower award, section 15(2) recognizes limited exceptions regarding certain categories. Per section 15(2), a whistleblower who would generally be ineligible under sections 15(1)(d)-(h) may be eligible for awards under certain circumstances. These categories describe individuals who are generally ineligible because of their relationship with the subject of the whistleblower submission.[[243]](#footnote-243) If a whistleblower who falls into these categories has a reasonable basis to believe that disclosure is necessary to prevent future or continuing substantial injury to the financial interests of the entity or investors, they may be eligible for an award. Further, if one of the excluded whistleblowers has a reasonable basis to believe the subject of the submission is engaged in conduct that will impede investigations, they may be eligible for a whistleblower award.

One unique and controversial feature of the OSC’s whistleblower eligibility criteria is the lack of a requirement that whistleblowers avail themselves of internal reporting and compliance systems before contacting the OSC Program. While the Commission “encourages whistleblowers who are employees to report potential violations … through an internal compliance and reporting mechanism,” this action is not a prerequisite to award eligibility. The decision not to require whistleblowers to report potential violations internally reflects the Commission’s belief that “there may be circumstances in which a whistleblower may appropriately wish not to report” to an internal compliance mechanism.[[244]](#footnote-244)

The decision to not include an internal reporting requirement has been criticized by the financial sector, which fears that the OSC Program (and the enticement of financial rewards) could undermine the sector’s internal compliance and reporting programs. Critics, in particular issuers, have concerns that the OSC Program is structured such that employees will be tempted to bypass internal compliance systems in pursuit of a financial award.[[245]](#footnote-245) These critics point to the US Securities and Exchange Commission (SEC) Whistleblower Program, which requires a period of time to elapse following the internal reporting of information before a whistleblower will be eligible for a SEC whistleblower award.[[246]](#footnote-246) Some fear that the lack of an internal reporting requirement will “disqualify registrants and reporting issuers from being able to self-identify, self-remediate and self-report in order to qualify for credit for cooperation.”[[247]](#footnote-247) While the OSC has attempted to assuage these concerns by considering participation in internal compliance processes as a factor that may increase an award’s amount, it is unclear that this satisfies the concerns of issuers.

Another element of whistleblower award eligibility that is regarded as controversial is the issue of culpable whistleblower eligibility. The OSC program does not disqualify whistleblowers from awards on the basis of their unclean hands, but rather lists culpability as a factor that can decrease the amount of the award offered.[[248]](#footnote-248) For the purposes of calculating that the $1 million threshold of “award eligible outcomes” has been met, any voluntary payments by or payments ordered against entities whose liability is “based substantially” on the conduct of the whistleblower will not be taken into account. Likewise, any portion of sanctions that are awarded against a whistleblower will be subtracted from the award that he or she is otherwise eligible to receive.

For the purpose of comparison, consider the position of the SEC with respect to culpable whistleblowers. Under the SEC Whistleblower Program, whistleblowers are precluded from award eligibility if they have been convicted of a securities-related criminal offence.[[249]](#footnote-249) While the OSC regime does not absolutely preclude this class of whistleblower from receiving an award, it does limit the circumstances in which an individual can benefit from their own complicity. As described above, culpability will have an impact on both the determination of an “award eligible income” and the amount of any award given. Further, the submission of information by the whistleblower to the Commission does not preclude the possibility of action being taken against the whistleblower.[[250]](#footnote-250) Together, these measures ensure that the program does not unduly restrict the Commission with respect to the actions it can take against culpable whistleblowers. Rather, it allows Commission staff to evaluate cases as they arise and make an appropriate determination regarding award eligibility and other enforcement actions in the circumstances.

### Whistleblower Award Formula

An award eligible outcome can only occur when an order made under section 127 of the *Securities Act* or section 60 of the *Commodities Futures Act* requires the guilty party to pay more than $1 million in voluntary payments to the Commission or in financial sanctions imposed by the Commission. If an eligible outcome results from a submission of income from an eligible whistleblower, an award of between 5% and 15% can be paid.[[251]](#footnote-251) If the sanctions imposed and/or voluntary payments made amount to over $10 million dollars, the maximum that will be awarded is generally $1.5 million.[[252]](#footnote-252) However, if over $10 million dollars is, in fact, collected, the whistleblower may receive an award between 5% and 15% of the total, to a maximum of $5 million.[[253]](#footnote-253)

The fact that most awards under the OSC Whistleblower Program are not contingent on the actual collection of monetary sanctions has drawn ire regarding where the cost of the program will ultimately fall. The OSC program allows for the possibility of a whistleblower receiving an award of up to $1.5 million without any money actually being collected by the Commission. Commentators have, again, drawn a comparison to the SEC Whistleblower Program, which requires tips to result in the collection of monetary sanctions before a whistleblower is eligible for an award. By not tying awards to collection, some commentators fear that the Program’s costs will ultimately be borne by compliant issuers (and, ultimately, their shareholders) through increased fees.[[254]](#footnote-254) Whether these concerns will materialize remains to be seen, but it should be noted that any awards greater than $1.5 million are contingent on collection of funds. Further, given the modest caps (discussed below) on the maximum awards available, the risk that the Whistleblower Program will pass costs onto issuers and investors is necessarily limited.

Section 25 of the Policy Document outlines the factors that ought to be considered by the Commission in determining the award amount. Factors that may increase the amount of a whistleblower award include: the timeliness of the report, the significance of the information provided, the degree of assistance provided, the impact of the information on the investigation/proceeding, efforts to remediate harm caused, whether the whistleblower participated in internal compliance systems, unique hardships experienced by the whistleblower, and contributions made to the Commission’s mandate.[[255]](#footnote-255) Factors that may decrease the amount of a whistleblower award include: any erroneous or incomplete information, the whistleblower’s culpability, any unreasonable delay in reporting, refusing to assist the Commission or interfering with its investigation, and interfering with internal compliance mechanisms.[[256]](#footnote-256) This broad range of factors allows Commission staff to tailor whistleblower awards such that they are appropriate in all of the circumstances of a particular case and justly compensate a whistleblower who provides actionable information to the Commission.

The OSC Whistleblower Program range of 5% to 15% of imposed sanctions (and the $1.5 million cap if sanctions are not collected) is relatively low compared to the SEC Whistleblower Program, which offers awards in the range of 10% to 30% of monetary sanctions collected. While this higher range can be attributed, in part, to the requirement of collection under the SEC regime, the OSC Program’s financial incentives are arguably relatively modest. Further, the caps on award amounts under the OSC Program forestall excessively large payments being made, whereas the SEC Program (which does not include an award cap) is structured in a way that allows very large payments to be made in the event of a large financial penalty being collected.[[257]](#footnote-257)

### Anti-Reprisal Provisions

Coincident with the introduction of the OSC Whistleblower Program, the *Securities Act* (Ontario) was amended to introduce new anti-reprisal provisions for employees who provide information or cooperate with the Commission or other specified regulatory bodies. Part XXI.2 of the *Securities Act*, brought into force on 28 June 2016, consists of two major components: anti-reprisal protections and contract voiding provisions.[[258]](#footnote-258)

First, Part XXI.2 prohibits reprisals against employees by employers in certain circumstances. Section 125.5(2) defines a reprisal, for the purposes of this Part, as “any measure taken against an employee that adversely affects his or her employment.” The section further includes a non-exhaustive list of reprisals, including termination of employment, demotion, disciplining, or suspending of an employee, imposition of penalties on the employee, threat of any of the above reprisals, or intimidation or coercion of an employee in relation to their employment.

The anti-reprisal provisions at ss. 121.5(1)-(2) protect employees who provide information regarding potential violations of Ontario securities law, seek advice about providing such information, or express an intention to provide such information. The information can refer to activity that has occurred, is ongoing, or is “about to occur” and the employee’s belief of a violation must be reasonable. Further, these provisions are not limited to information provided to the Commission itself, but also information provided to the employer, a law enforcement agency, or a “recognized self-regulatory organization.”[[259]](#footnote-259) In other words, the reach of Part XXI.2 goes beyond participants in the OSC Whistleblower Program and protects employees more generally from reprisals by their employers.

The second major feature of Part XXI.2, the contract voiding provision, is found in s. 121.5(3). This subsection dictates that a provision of an agreement (including confidentiality agreements) between employers and employees is “void to the extent that it precludes or purports to preclude” the employee from providing information, cooperating with, or testifying before the Commission or a recognized self-regulatory organization. In other words, s. 121.5(3) prohibits employers from requiring their employees to give up their right to provide information regarding potential misconduct to regulatory bodies, including the Commission. The specific inclusion of confidentiality agreements in this section highlights a legislative commitment to prioritize the disclosure of information about potential violations of securities law by employees.

### The Future of Whistleblower Awards

Evaluations of the effectiveness of the OSC Whistleblower Program are premature, as the agency has yet to announce an award. While the program is clearly still in its nascent stages, regulators appear hopeful that the increased protection and potential for financial compensation available to potential whistleblowers will promote increased transparency for investors and a culture of accountability within Ontario’s financial sector. As of September 2016, OSC Chair and CEO Maureen Jensen stated that the Whistleblower Program has resulted in more than 30 tips that the Commission is investigating.[[260]](#footnote-260) Given its first-in-the-nation status, the success of the OSC program could potentially drive the expansion of paid whistleblower protection regimes in Canada, both within the financial sector and beyond it.[[261]](#footnote-261)

# Conclusion: Where Do We Go From Here?

An overview of best practices in whistleblower protection and legislation in the US, UK and Canada prompts an important question: what constitutes “success” in whistleblower protection? Best practices are a measure against which we may judge the scope and comprehensiveness of legislation, but it is impossible to draw conclusions about the true efficacy of whistleblower protection legislation without data as to how the legislation is being enforced. In this sense, best practices are of limited use in determining the efficacy of whistleblower protection, and enacting a law that reflects best practices on paper may not accurately reflect whether whistleblowers are adequately protected in practice.

There is a critical need for research and analysis as to how the law is actually being applied. This has been noted by critics such as Lewis, Brown and Moberly, who call attention to academia’s focus on the whistleblower as an individual rather than on the institutional response to disclosure:

The vast bulk of whistleblowing research to date has focused on whistleblowers: what makes them report, what they report, how many and how often whistleblowers come forward, and what happens to them. But to understand whistleblowing in context, and especially how whistleblowing can be made more effective, it must be recognized that whistleblower and non-whistleblower behavior, characteristics and outcomes are only one part of the puzzle. Increasingly important is the behavior of those who receive whistleblowing disclosures, and what they do about them. Indeed, while the study of whistleblower behavior and outcomes may remain a necessary and often fascinating focus, from a public policy perspective it is the response to disclosures which is actually the more important field of study – but which is in its relative infancy.[[262]](#footnote-262)

Furthermore, the authors emphasize the need for research that will shed light on the extent that whistleblower legislation is being effectively utilized:

Most researchers, policy makers and managers know that legislation, in and of itself, is a blunt instrument for influencing organizational and behavioral change. The question of whether such legislative objectives are being implemented, or what strategies for whistleblower support and protection would be best supported and promoted by legal regimes, depends on knowledge of what actions are actually being taken by organizations and regulators to support whistleblowers in practice. Moreover, these questions depend on how whistleblowers are supported by managers and regulators in a proactive sense, once the disclosure is made, and not simply in reaction to any detrimental outcomes they may begin to suffer.[[263]](#footnote-263)

“Successful” whistleblower laws will help to prevent and resolve wrongdoing by encouraging those who witness wrongdoing to disclose information, while also protecting whistleblowers from reprisals in any form. This is what whistleblower protection legislation in the US, UK and Canada purports to do; however, the words of the legislation alone cannot give us a complete picture of the effectiveness of whistleblower protection in these countries. In all three countries, there is a dearth of research regarding the implementation and operation of these whistleblower regimes, and this makes it difficult to accurately evaluate these laws. Regular reviews of the legislation are required to determine the impact that the laws have had on encouraging reporting and protecting whistleblowers (such as the overdue review of *PSDPA*, discussed above in Section 7.2). Ideally, such reviews would be conducted by neutral third party observers.

One potential measure of success is the impact that whistleblower legislation has on encouraging public sector employees who witness wrongdoing to disclose this information. Research methods such as surveys can help us to understand how many employees witness wrongdoing, and of these how many actually submit reports. Changes in reporting rates may help us to evaluate the impact of legislation on information disclosure. Such data has been collected in the US by the Merit Systems Protection Board, discussed above in Section 5.1. Another example of a large-scale survey was conducted in Australia: it suggests that 71% of Australian public sector workers observed one of the enumerated types of wrongdoing.[[264]](#footnote-264) Of those respondents who observed wrongdoing, “[t]hose who reported the wrongdoing amounted to 39 per cent … or 28 per cent of all respondents. As shown, almost all these respondents also regarded the wrongdoing that they reported as being at least somewhat serious; very few said they had reported matters they regarded as trivial.”[[265]](#footnote-265) Similar survey data of Canadian public sector employees might help to gauge awareness of the protections offered in the *PSDPA* as well as rates of reporting among those who witness wrongdoing, and qualitative focus group research conducted in 2015 is a good first step in this regard.[[266]](#footnote-266)

Careful attention also needs to be paid to access to justice issues; that is, are the systems that are being set up in the legislation actually protecting whistleblowers, and are they *accessible* to those who have faced retaliation as a result of disclosing information? In Canada, the track record of the Public Servants Disclosure Protection Tribunal is ambiguous, at best, in regard to the success of the *PSDPA* in protecting whistleblowers from reprisals. Of the only seven reprisal cases listed on the Tribunal website, five were settled between the parties or through mediation, and one appears to be in limbo with a number of interlocutory decisions but no outcome.[[267]](#footnote-267) This means that the Tribunal has yet to actually make a decision, let alone one with the practical effect of protecting a whistleblower. In the UK, as mentioned above in Section 6, claims that are adjudicated by the Employment Tribunals have a far from even chance of being successful: “Over 70% [of claims made in *PIDA’s* first ten years]… were settled or withdrawn without any public hearing. Of the remaining 30%, less than a quarter (22%) won.”[[268]](#footnote-268) Thus, settlements are common in both the UK and Canada. It is difficult to assess whether the outcomes of these settlements represent successes or failures for the whistleblowers who have faced reprisals; it may be, in fact, that public sector employers readily accede to settlements where complainants have strong reprisal cases. Therefore, more in-depth research is required to understand these outcomes and what these numbers tell us regarding the efficacy of whistleblower protection laws.

Overall, while more and different types of research are needed to adequately evaluate whistleblower protections, it is clear that there has been positive movement in the recognition and protection of whistleblowers in the past ten to fifteen years. Internationally, agreements and conventions such as UNCAC place whistleblower protection at the forefront of the global fight against corruption. In Canada, the *PSDPA* represents the country’s first legislative effort to protect federal public sector whistleblowers, and a plethora of other laws have been introduced worldwide in response to the global movement against corruption. In order to ensure that this global legislative movement fulfills its potential, these laws must be utilized by whistleblowers and their protections must be enforced by the relevant institutions and authorities.
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